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1 Requirements for AhsayOBM on QNAP NAS

Hardware Requirements

Refer to the following article for the list of QNAP NAS models and supported list:
FAQ: Ahsay Hardware Compatibility List (HRL) for AhsayOBM on QNAP NAS

Software Requirements

Refer to the following article for the Ahsay Software Compatibility List:
FAQ: Ahsay Software Compatibility List (SCL) for version 7.3 or above

AhsayOBM Installation
AhsayOBM v7.17.0.30 or above must be installed on the QNAP NAS.

NAS-QNAP Add-on Module

Make sure the NAS-QNAP feature has been enabled as an add-on module in your AhsayOBM user
account to cover the backup of your QNAP NAS.

Please contact your backup service provider for more details.

EEEEN sackup client settings [l IESET
Backup Set Settings of the client backup agent for this user.
Settings
Report Backup Client
Statistics ® AhsayOBM User AhsayACB User
Effective Policy
Add-on Modules
v u Microsoft Exchange Server v n Microsoft SQL Server
o MySQL Database Server v E Oracle Database Server
«| tews Lotus Domino | taws |otus Notes
v E Windows System Backup v Windows System State Backup
u VMware 0 Hyper-V 0
E Microsoft Exchange Mailbox |0 v ShadowProtect System Backup
v @ Continuous Data Protection v E NAS - Synology
v ';'ﬂ Volume Shadow Copy | P Y InFile Delta
OpenDirect / Granular Restore |0 E@ Office 365 Exchange Online Backup |0
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QNAP NAS User Account Permission

The QNAP NAS user account used for the AhsayOBM installation must be a member of
“administrator” user group.

Gontrol Panel = + X

< ControlPanel Q@
{{:‘Zﬁ X Users Local Groups v a

System & User Groups W | Group Name Description

B3 shared Folders administraters

(] everyone
Prviege &/ Quola

@

e}

W Domain Security

Domain Controller

Applications

The QNAP NAS user account belongs to “everyone” user group can apply AhsayOBM after
administrator assigning AhsayOBM to Display on “Every user’'s menu” or “Every user’s main menu
and as an App shortcut on the login screen”in App Center.

App Centes - %

6 AppC: Q cwmy
B 1~ £ volume Info

My Apps —
N 9 QNAP Store (nstalled 2) ra—

All Apps :—Q

QTS Essentials C}G @ lu 7@ Q

a

Recommended 1) License Center
e Qsync Central Network & Qrssst License Center Qboost 1.1.0
P 3.03.01 Virtual Swatch Certificate 1.03.1 Utilities
artners
Backup/ Sync Utilties Utilties Utilties

O Open | v

0 open |

©®

B Badp/ Sync
& Business

& Content Management

M. Communications

/
b

#
Q

A Developes Tools

Resource Entware-std AhsayOBM
* Download Monitor 1.1.0 1.00 7.17.0.30
@ Eentertainment
%, utilities Stop
@ Home Automation Remove
% security Display on >

Administrator's main menu

v Every users menu

Every user's main menu and as an App shorteut on the login screen

[

After login with user account belongs to “everyone” user group, you can find the App in the user’s
menu.

== DEVQNAPTS932
W 15.930x

a Help Center

® ahsayosm File Station Help Center
LJ File Station

< Qsync Central




2 Get started with AhsayOBM

This quick start guide will walk you through the following 5 major parts to get you started with using
AhsayOBM.

Download and Install
Download and install AhsayOBM
on your QNAP NAS

Launch the App
Launch and log in to AhsayOBM

Create a Backup Set
Create a backup set according to
your preferences

Run Backup Jobs

Run a backup job to back up your
data

Restore Data
Restore your backed up data




3 Download and Install AhsayOBM

Download AhsayOBM

1. In aweb browser, click the blue icon on the top right corner to open the download page for the
AhsayOBM installation package file from your backup service provider’s website.

2. Inthe AhsayOBM tab of the download page, you can choose the AhsayOBM installer by
operating system.

Choose operating system.

¥, Download (Online)
- (]
= Windows

P & Download (Online)
. Mac OS5 X

é L % Download (rpm) (Online) | & Download (sh) (Online)

% Download (sh) {

&, Download (Online)

“ FreeBSD

& Download (

110

- ) &, Download (Online)
sm\a”sSolans (x36)

E
j

& Download (deb) (Online) [ & Download (sh) (Online)
Ubuntu

% Download (sh) (Offine)

@ Synolagy ¥ Download (Online)

Please copy and paste the following URL information into the "URL" text field during installation
https://10.120.10.30:443%0wnerid=43353

@ QNAP & Download (Online)

3. Inthe QNAP section, click the Download (Online) icon to download the AhsayOBM installation
package.

@ QNAP & Download (Online)
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Install AhsayOBM

1. Login to QNAP QTS with the admin account. In a web browser, enter the QNAP NAS device IP
address and use the login credentials to login.

Note: Refer to the following user manual for information on how to login to QTS:
https://www.gnap.com/en/support/con_show.php?cid=11

=20 o U 9

Control Panel File Station myQNAPcloud App Center Help Center CloudLink

| - , f ‘ =0
oNAR u i -
Media Streaming add-on Qsync Central Helpdesk License Center Storage & Snapshots

/15:21

CHONCNC)

2. Toinstall AhsayOBM on QNAP NAS, click the App Center icon from the desktop.

App Center

3. When the Package Center window appears, select Install Manually.

App Center -4 X
€ App a  ofE]e :
™ - 1+ | 8voumeiio

4
QNP Stoxe 159 QNAP Store (Update1 | Installed 10 = c |
Update:1 ~
aQ
()
QrsSsL
Certificate
- Utiites
a [ © Update | V]
z Installed:10 =
2 c
) B J & L B 7 =
s A onae -
@ Helpdesk 1.2 Qsync Central Media Network & CloudLink 2.1.4 License Center Qboost 1.1.0 Resource
o] Utilities 3.03 Streaming Virtual Switch Utilities 1.0.2 Utilities Monitor 1.1.0
Backup/ Sync & Unities Utilties
-
&
9 s
Entware-std QDK 2.3.1
1.00 Developer Tools
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https://www.qnap.com/en/support/con_show.php?cid=11

4. When the Install Manually window appears, click Browse to select the AhsayOBM package file
which you have downloaded (e.g. obm-gnap-port number-Backup Service Provider Web
Console IP Address-https-00.qpkg).

Install Manually

To install a package please follow the steps below:

1. Click here to browse more App add-ons including those newly developed ones from the Beta lab. You can
download and unzip the add-ons to your computer.

App Development: If you would like to develop App add-ons, the ODK has the tools, documentation, and
sample codes you need to create great applications.

2. Browse to the location where the unzipped file is, and then click [Install].

Mote: QNAP recommends that you only install applications from the QTS App Center or the QMAP website.
Applications downloaded from other sources are MOT authorized by QMAP and may harm your system, cause
data loss, or leave your Turbo MAS open to attack. QMAP will not be held responsible for damage, l0ss or harm
caused by unauthorized apps.

Browse.__. || Install |

Close

After selecting the AhsayOBM package file, obm-qnap-443-10.120.10.30-https-00.qpkg, click
Open to proceed.

5. Click Install to proceed with the installation.

Install Manually

Toinstall a package, please follow the steps below:

1. Click here to browse more App add-ons including those newly developed ones from the Beta lab. You can
download and unzip the add-ons to your computer.

App Development: If you would like to develop App add-ons, the QDK has the tools, documentation, and
sample codes you need to create great applications.

2. Browse to the location where the unzipped file is, and then click [Install].

MNote: QNAP recommends that you only install applications from the QTS App Center or the QNAP website.
Applications downloaded from other sources are MOT authorized by QNAP and may harm your system, cause
data loss, or leave your Turbo NAS open to attack. QMAP will not be held responsible for damage, loss or harm
caused by unauthorized apps.

obm-gnap-443-10.120.10.30-https-00.gpkg Browse. .. | | Install |

Close

www.ahsay.com




6. Click OK to start the installation of AhsayOBM when the window prompt.

h 4
Q Are you sure you want to install this software
package?
oK Cancel
7. Upon successful installation, the following message will be prompted.
s
(D The App has been installed and is ready to use.
Ok

Click OK to finish the installation.



8. After the installation, AhsayOBM will be listed in App Center and desktop.

App Center

& App

Content Managernent
Communicat
Developer Toots
Download

Entertainment

a
a
-
.
A
3
@
o]

Surveillance

Utities

Home Automation

a e,

Security

)

Control Panel

Media Streaming add-on

9 anaps

Update:t

@
QrsssL

Certificate
Utites

[ ¢ pdete [V}

Installed:11

o

AA

=2

Helpdesk 1.2
Utiities

~

J

Qsync Central

3.03

Backup/ Sync
|v

E

Entware-std
1.00

©®

AhsayOBM
715441

¥

Media
Streaming
Entetaiment

QDK

QoK 2.3.1
Developer Toots

<

Network &
Virtual Switch
Utities.

CloudLink 2.1.4
Utilties.

o

EQ)

License Center

Qboost 1.1.0
Utities

Resource
Monitor 1.1.0

[

File Station

S

Qsync Central

Q)

myQNAPeloud

®@® @

App Center

Help Center

apshots

-

CloudLink

AhsayOBM

| / 15:28
] |
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4 Start AhsayOBM

Login to AhsayOBM
1. Click the AhsayOBM icon on the desktop to launch the application.

admin v

20 @ U @ .

Control Panel File Station myQNAP¢loud App Center Help Center CloudLink

4 N

Media Streaming add-on Qsync Central Helpdesk License Center WﬁSnapshols AhsayOBM

®

J15:28

. Thu., Jul 19

CNONCNE)

2. The Free Trial Registration menu may display when you login for the first time. Click Login if
you already have an AhsayOBM account, or click Free Trial to register for a trial backup
account.

o AhsayOBM 7 — 0O X

English

@ AhsayOBM

The Best On-Premises & Cloud
Backup Software

Note: The free trial registration menu will only be displayed if your service provider has enabled
free trial registration on the backup server.

www.ahsay.com




3. In case you want to enter the backup server setting provided by your backup service provider,
click Show advanced option.

AhsayOBM - X

English ™

@ AhsayOBM

Login name

Password

M save password

Show advanced option

4. Click OK after typing in the backup server information. You can turn on the Proxy feature if
needed.

Backup Server

http % |[10.3.1.8:80

Proxy (HTTP)

Use proxy to access the Internet

off [ |




5. Enter the Login name and Password of your AhsayOBM account provided by your backup
service provider. Then, click OK to login.

AhsayOBM

@ AhsayOBM

Login name
username

Password

|l save password

Show advanced option

6. Upon successful login, the following screen will be displayed.

AhsayOBM

@#rsavosm testanap! |7 NN ©

www.ahsay.com
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5 Create a Backup Set

1. Click the Backup Sets icon on the main interface of AhsayOBM.

2. Create a backup set by clicking “+ Add new backup set”.

Backup Sets

. Add new backup set

3. When the Create Backup Set window appears, hame your new backup set, then click Next to
proceed.

Create Backup Set

Name

|QNAP INAS Backup |

4. In the Backup Source window, select the files and folders that you would like to backup.

Backup Source

Select the files and folders that you want to backup

4 [w 5 NFSv=4 A
b 1 Public

4 [] [3 CACHEDEVZ DATA

> [[] [0 sample_Data
4 [ ([ Testing

3 1 Data
1 nb
1 plwhcuk
1 ungmaga
1 usggh

b




5. Click the Show files checkbox if you want to select individual file(s) for backup.

o [E

4 L-J

Fl

3 sample_|

[0 Testing
4« W O
> [E

K & € O
Mmoo (PR

+ Show files

Backup Source

Select the files and folders that you want to backup
< % CACHEDEV2_DATA

Data

¥ ([ Data

kgrn
O bf
dh
fpgbeghw
zfps0m 1022569925
zfps0m1033532072

zfps0m 106898115

|

| €

After selecting the backup source, click Next to proceed.

6. When the Schedule window appears, you can configure a backup schedule to automatically run
a backup job at your specified time interval. In the Schedule window, the Run scheduled backup

for this backup set is Off by default.

© Youcan leave it as is if you want to add a schedule later.

Schedule

Run scheduled backup for this backup set
Off

© If you want to add a schedule now, switch on Run scheduled backup for this backup
set. Then, click “+” next to Add New schedule.

Run scheduled
On

Schedule

backup for this backup set

B |

Existing schedules

+ Add new schedule

www.ahsay.com
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When the New Backup Schedule window appears, specify your backup schedule.
Then, click OK to save your changes and close the New Backup Schedule window.

New Backup Schedule

Name

Lunchtime

Backup on these days of the week
¥ 5un ¥ Mon ¢ Tue v wed | Thu ¢ Fri |v|Sat

Start backup at
13 t 0o |E|

Stop
until full backup completed

+| Run Retention Policy after backup

Note: For details about the options from the dropdown menus, please refer to
Configure Backup Schedule for Automated Backup.

7. In case you have added a schedule, it will be shown in the Schedule window. Click Next to
proceed when you are done with the settings.

Schedule

Run scheduled backup for this backup set
On L |

Existing schedules

@ Lunchtime
Weekly - SundayMonday Tuesday Wednesday, Thursday Friday&Saturday (Eveny week at 13:00]

Add

8. The Destination window will appear.

Destination

Backup mode

Sequential B

Existing storage destinations

+ Add new storage destination / destination pool




Select the appropriate option from the Backup mode drop down menu.

@  Sequential (default value) — run backup jobs to each backup destination one by one
@  Concurrent — run backup jobs to all backup destinations at the same time

To select a backup destination for the backup data storage, click the “+” icon next to Add new
storage destination / destination pool.

9. Inthe New Storage Destination / Destination Pool window, select the destination type and
destination storage. Then, click OK to confirm your selection.

AhsayOBM = + X

New Storage Destination / Destination Pool

Name

AhsayCBS
Destination storage
AhsayCBs &

AhsayCBS
Local / Mapped Drive / Removable Drive

Note: For more details on configuration of cloud storage as backup destination, refer to
Appendix A in this guide.

www.ahsay.com 15




10. In the Destination window, your selected storage destination will be shown. Click Next to
proceed.

AhsayOBM

Destination

Backup mode

Sequential »

Existing storage destinations
@ AhsayCBS
Host: 10.120.10.30:80

Add

11. In the Encryption window, the default Encrypt Backup Data option is enabled with an
encryption key preset by the system which provides the most secure protection.

On

Encrypt Backup Data

Encryption Type

Default

Default
User password

Custom

Encryption

E

You can choose from one of the following three Encryption Type options:

>

>

www.ahsay.com

Default — an encryption key with 44 alpha numeric characters will be randomly
generated by the system.

User password — the encryption key will be the same as the login password of your
AhsayOBM at the time when this backup is created. Please be reminded that if you
change the AhsayOBM login password later, the encryption keys of the backup sets
previously created with this encryption type will remain unchanged.



» Custom — you can customize your encryption key, where you can set your own
algorithm, encryption key, method and key length.

Encryption

Erncrypt Backup Data

On

Encryption Type

Alzarithm
AES

Encryption key

Re-enter encryption key

Method

(JECE (@) CBC

Key length
() 128-bit (@) 256-bit

Note: For best practice on managing your encryption key, refer to the following KB article.
http://wiki.ahsay.com/doku.php?id=public:5034 best practices for managing_encryption key

Click Save when you are done with the settings.

12. If you have enabled the Encryption Key feature in the previous step, the following pop-up
window shows, no matter which encryption key you have selected.

Copy to clipboard

The pop-up window has the following three options to choose from:

» Unmask encryption key — The encryption key is masked by default. Click this option to
show the encryption key.

AJPEDIFRLCUMALynhxdsnKelwTCRXFyIrvw X AONCw 4=
neryption key
Copy to clipboard

www.ahsay.com ilgg
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» Copy to clipboard — Click to copy the encryption key, then you can paste it in another
location of your choice.

» Confirm — Click to exit this pop-up window and proceed to the next step.
13. Upon successful creation of the backup set, the following screen will appear. You can click

Backup now to back up your data or click Close to exit.
Ahsay0BM -+ X

Congratulations

"QNAP NAS Backup" is successfully created.

www.ahsay.com 18




6 Overview on Backup Process

The following steps are performed during a backup job.

Establishing Uploadl.ng Runnlnfg Running pre-
connection encryption Progressive backup
key DIC command

Connection fromthe
backup clientto the

>

Encryption key is
uploaded tothe

>

Progressive DICis run

>

Pre-backup command

L5)

backup serveris backup server [if (if enabled). is run [if configured).
established. enabled).
Generating o Comparing e Dovmloading o Compiling file
delta files files files list
Local and remotefile
Delta files are lists are compared to Remote file listand Local file list is
generated for identify newr, checksumfiles are compiled according to
modified files [if updated, or deleted dovmloaded fromthe thebackup source
required). mail items sincethe backup destination. setting.
last backup job.
A Running Running post-
Uplfn-:ilad ing 1 retention Saving files backup >
res policy job command
Data are compressed, Latest index files on
encrypted, divided client computerare
intoindividual data Retention policy iob is saved tothebackup Post-backup
block of size 16 MB, E> run (if Eﬂah[;:;] |:> destination(s)and E:> command is run if
and then uploaded to . client log files are configured).

the backup
destination(s).

saved tothebackup
Seryer.

www.ahsay.com
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7 Run Backup Jobs

Start a Manual Backup
1. Login to the AhsayOBM application with the instructions provided in Login to AhsayOBM.

2. Click Backup on the main interface of AhsayOBM.

3. Select the backup set that you would like to start a backup job with.

AhsayOBM

Please Select The Backup Set To B...

QNAP NAS Backup

Owner: DEVQNAPTS932
Newly created on Wednesday, 25 July 2018 16:28

20



4. When the following options are shown, it is recommended that you tick the checkbox next to
Run Retention Policy after backup in the Retention Policy section at the bottom. This will help
you save hard disk quota in the long run. In the In-File Delta type section, the following three
options are available:

n-File Delta type
Full

Differential
®) |ncremental

Destinations

(3 AhsayCBs (Host: 10.120.10.30:80)

Retention Policy
Run Retention Policy after backup

© Full — A full backup captures all the data that you want to protect. When you run a
backup job for the first time, AhsayOBM will run a full backup regardless of the in-file
delta setting.

© Differential — A differential backup captures only the changes made as compared with
the last uploaded full file only (i.e. changes since the last full backup, not since the last
differential backup).

© Incremental — An incremental backup captures only the changes made as compared
with the last uploaded full or delta file (i.e. changes since the last incremental backup).

5. Click Backup to start the backup job. The status will be shown.

AhsayCBS (Host: 10.120.10.30:80) X
G Using Temporary Directory /share/CACHEDEV1_DATA/homes/admin/temp/15362...

Estimated time left:
Backed up:
Elapsed time: 2 sec
Transfer rate:

6. When the backup is completed, the progress bar will be green in color and the message
“Backup Completed Successfully will appear.

G Retrospect Virtual Management Console (Host: 10.3.1.8:80) a

v Backup Completed Successfully
Estimated time left: 0 sec

Backed up: 1 GB (1 file, 6 directories, 0 link)
Elapsed time: 3 min 3 sec

Transfer rate: 62.0 Mibit/s




7. You can click the I& View icon on the right hand side to check the log. A window will pop up to
show the log. Click Close to exit the pop-up window.

Show | All 4
Type Log Time
o Start [ Model: TS-X32, 05: QTS 4.3.4 build 20180528, Retrospect Virtual Host Serverv7.16.0.1] 19/07/2018 17:33:42
o Saving encrypted backup set encryption keys to server.. 19/07/2018 17:32:42
0 Start Backup ... [In-File Delta: Full] 19/07/2018 17:33:43
0 Using Temporary Directory /share/CACHEDEV1_DATA/homes/admin/temp/1531990236975/0B5@1531990278251 19/07/2018 17:33:43
o Start running pre-commands 19/07/2018 17:32:43
o Finished running pre-commands 19/07/2018 17:32:43
0 Downloading server file list... 19/07/2018 17:33:43
0 Downloading server file list.. Completed 19/07/2018 17:33:44
0 Reading backup source from hard disk... 19/07/2018 17:33:45
o Reading backup source from hard disk... Completed 19/07/2018 17:32:45
0 [New Directory]... / 19/07/2018 17:33:46
0 [Mew Directory]... /share 19/07/2018 17:33:46
ﬁ [Mew Directoryl... /share/CACHEDEVZ_DATA 19/07/2018 17:33:46
o [Mew Directory]... /share/CACHEDEV2_DATA/Sample_Data 19/07/2018 17:33:46
0 [Mew Directory]... /share/CACHEDEVZ _DATA/Sample_Data/lLarge Single 19/07/2018 17:33:46
0 [Mew Directory]... /share/CACHEDEV2_DATA/Sample_Data/Large_Single/anyogkob 19/07/2018 17:33:46
0 [Mew File].. 1% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagfim1128758503" 19/07/2018 17:33:47
o [Mew File]... 2% of "/share/CACHEDEVZ DATA/Sample_Data/Large_Single/anyogkob/nagfm1128758503" 19/07/2018 17:32:47
o [Mew File]... 3% of "/share/CACHEDEVZ DATA/Sample_Data/Large_Single/anyogkob/nagfm1128758503" 19/07/2018 17:32:48
0 [Mew File]... 4% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagfim1128758503" 19/07/2018 17:33:49
o [Mew File]... 99% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagfim1128758503" 18/07/2018 17:36:33
o [Mew File]... 100% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagf0m1128758503" 19/07/2018 17:36:33
o [Checksum File]... 21% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkeb/nagfim1128758503" 19/07/2018 17:36:39
o [Checksum File]... 38% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkeb/nagf0m1128758503" 19/07/2018 17:36:39
o [Checksum File]... 53% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkeb/nagf0m1128758503" 19/07/2018 17:36:39
o [Checksum File]... 63% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagf0m1128758503" 18/07/2018 17:36:39
o [Checksum File]... 85% of "/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/anyogkob/nagf0m1128758503" 18/07/2018 17:36:39
o [Checksum File]... 100% of "/share/CACHEDEV2_DATA/Sample_Data/lLarge_Single/anyogkob/nagf0m1128758503" 19/07/2018 17:36:39
o Total New Files =1 19/07/2018 17:36:40
o Total New Directories =6 19/07/2018 17:36:40
o Total New Links =0 19/07/2018 17:36:40
o Total Updated Files = 0 19/07/2018 17:36:40
o Total Auributes Changed Files =0 18/07/2018 17:36:40
0 Total Deleted Files =0 19/07/2018 17:36:40
o Total Deleted Directories = 0 19/07/2018 17:36:40
o Total Deleted Links =0 19/07/2018 17:36:40
o Total Moved Files =0 19/07/2018 17:36:40
o Saving encrypted backup file index to 1531958023697 5/blocks at destination Retrospect Virwal Management Consale... 18/07/2018 17:36:41
o Saving encrypted backup file index to 1531980236597 5/blocks/2018-07-15-17-33-24 ar destination Retrospect Virtal 190772018 17:36:41
Management Console...
o Start running post-commands 19/07/2018 17:36:42
o Finished running post-commands 18/07/2018 17:36:42
o Deleting temporary file /share/CACHEDEV1_DATA/homes/admin/ftemp/1531930236975/0B5@1531990278251 19/07/2018 17:36:45
o Backup Completed Successfully 19/07/2018 17:36:45
Logs per page | 200 ¥ Previous m Next
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Configure Backup Schedule for Automated Backup

1. Click Backup Sets on the AhsayOBM main interface.

2. All backup sets will be listed. Select the backup set that you would like to create a backup

schedule for. A screen will pop up, showing the General tab.
Ahsay0BI -+ X

E QNAP NAS Bac.. Coneral

General Name
|QNAP NAS Backup

Source

Owner
DEVQMNAPTS932

Backup Schedule
Destination

Others

Delete this backup set Save



3. Gotothe Backup Schedule tab. In case Run scheduled backup for this backup set is off,
switch it On. Existing schedules will be listed at the bottom if any.

Ahsay0BM - X
NAP NAS Bac...
m Q Schedule
Run scheduled backup for this backup set

General o
SOU rce Existing schedules

@ LunchTime
Backu p Schedule Weekly - Sunday,Monday, Tuesday, Wednesday, Thursday,Friday&Saturday (Every week at...
Destination -
Others

Delete this backup set

4. Click Add to add a backup schedule. The New Backup Schedule window will appear.

New Backup Schedule

MName

|Schedu\e—2 |

Backup on these days of the week

[sun [Imon [ JTue [Twed [IThu [ IFr [ |sat
Start backup at
|

Stop
| until full backup completed Izl

"] Run Retention Palicy after backup

Cancel Help



5.

6.

You can configure your backup schedule settings.

New Backup Schedule

Marme

Weekend

Backup on these days of the week
sun Man Tue Wed Thu Fri |« Sat

Start backup at
23 B 159 B

Stop
until full backup completed EI

| Run Retention Folicy after backup

The Stop dropdown menu offers two options:

@ until full backup completed —in case you prefer a complete backup

Stop

until full backup completed v

@  after [how many] hr — in case you prefer the backup job to stop after a certain

number of hours regardless of whether or not the backup job is complete

Stop
after EI 1 Hhr

As an example, the four types of backup schedules may look like the following.

Schedule

Fun scheduled backup for this backup set
on C |

Exizting schedules

@ Lunchtime
Weekly - SundayMonday TuesdayWednesday, Thursday Friday&Saturday (Every week at..

@ Weekend
Weekly - Saturday [Eveny week at 23:59)

Add

Click Save to confirm your settings.

25



8 Restore Data

Login to AhsayOBM

Login to the AhsayOBM application with the instructions provided in Login to AhsayOBM.

Restore Data
1. Click the Restore icon on the main interface of AhsayOBM.

2,

Restore

2. All the available backup sets for restore will be listed. Select the backup set that you would like
to restore the data from.

Ahsay0BM

-+ X

Please Select The Backup Set To Res...

QNAP NAS Backup
Owner: DEVQNAPTS932
— Last Backup: Thursday, 19 July 2018 17:33

3. Select where you would like to restore your data from.

Select The Destination From Which T...
E QNAP NAS Backup

G AhsayCBS
Host: 10.120.10.30:80




4. Select to restore files from a specific backup job, or from all files available. Then, select the files
or folders that you would like to restore.

AhsayOBM -+ X

|

Select Your File To Be Restored

Select what to restore

Choose from files as of job + || 19/07/2018 || Latest

4 9 Retrospect Virtual Management Console
4 4 share

[ (3 CACHEDEV2_DATA

Show files

v

There are two options from the Select what to restore drop-down menu:

@  Choose from files as of job — This option allows you to select a backup version
from a specific date and time to restore.

Selectwhat fo restore

Choose from files as of job v |} 19/07/2018 + || Latest v

Select what to restore

Choose from files as of job v | 19/07/2018 + || Latest v

Select what to restore

Choose from files as of job v || 19/07/2018 v | Latest v

@  Choose from ALL files — This option allows you to restore all the available
backup files and folders for this backup set. Among all the available backup files
and folders, you can even select only some of the backup files or folders to



restore.

AhsayOBIM

Select Your File To Be

Select what to restore

Choose from ALL files v

4 [l % Retrospect Virtual Management Console

4 [ 5 share

4 [W] (3 CACHEDEV2 DATA
4 [w [ sample_Data
4 & (O LargeSingle
4 [W (3 anyogkob

W [ nagfom1128758503

« Show files

Restored

x

>

v

when you are done with the selections.

Next to proceed.

5.

6.
[+
www.ahsay.com

-' 2

Click the Show files checkbox to select individual files for restoration. Click Next to proceed
Select to restore the files to their Original location, or to an Alternate location. Then click

Original location — the backed up data will be restored to the computer running the
AhsayOBM under the same directory path as on the machine storing the backup
source. For example, if the backup source files are stored under Users/[User’s

Name]/Downloads folder, the data will be restored to Users/[User’s
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Name]/Downloads as well on the computer running the AhsayOBM.

AhsayOEBM -4 X

Choose Where The File To Be Re...

Restare File to
@) Original location
Alternate location

Show advanced option

© Alternate location — you can choose to restore the data to a location of your choice on
the computer where AhsayOBM is running.
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AhsayOBM

AhsayOBM

4

Restore File to

Original location
®) Alternate location

Show advanced option

Alternate location
Change Path

A NFsv=4

o

3 Public

3 CACHEDEV2_DATA

Fl 7 Fl F

3 sample_Data
1 Testing

¥ O pata
[ Canb

[ 23 plwhcuk
[ 1 ungmaga
[ 3 usggh
CACHEDEV1_DATA
C1 Multimedia
1 Download
1 web

1 Public

Choose Where The File To Be Re...

Browse
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7. Click Show advanced option to configure other restore settings:

Restore File to
®) Original location

Alternate location

Show advanced option

Overwrite mode during restoration:
® Skip All

Crverwrite all

Restore file permissions
Delete extra files
| Follow Link

Hide advanced option

© Overwrite mode during restoration
When there are file name conflicts during restoration, you can choose to skip them all
or overwrite all existing files in the restore destination.

© Restore file permissions
Restore file permissions are disabled by default. When you perform a file restore on a
shared computer, it is recommended that you enable Restore file permissions by
ticking the checkbox so that the files restored will not be fully accessible to everyone
using the shared computer.

© Delete extrafiles
Synchronize the selected restore source with the restore destination.
By enabling this option, the restore process will attempt to synchronize the selected
restore source with the restore destination, making sure the data in the restore
destination is exactly the same as the restore source. Any data created after backup
will be treated as “extra files” and will be deleted from the restore source if this feature
is enabled.

Example:

@  Two files are created under the Document folder 01, namely doc 1 & doc 2.

Document folder 01

Name -~

=k
doc 1.docx L Files created initially
doc 2.docx

@ A backup is performed for folder Document folder 01.
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@  Two new files are created, namely doc 3 & doc 4.

Document folder 01

i doc 1.docx
= doc 2.docx Iles created BEFORE backup
% doc 3.docx )
B doc adocx [~ Files created AFTER backup

@  Arestore is performed for the Document folder 01, with Delete extra files option
enabled.

@  Since doc 3 & doc 4 have never been backed up, therefore they will be deleted
from Document folder 01, leaving only the two files that have been backed up.

Document folder 01

= doc 1.docx

- Files remain after restore
= doc 2.docx

WARNING

Please exercise extra caution when enabling this feature. Consider what data in the
restore source has not been backed up and what impact it would cause if those data
is deleted.

Prior to the data restore and synchronization, a warning message shows as the one
shown below. Only clicking Yes will the “extra file” be deleted. You can click Apply
to all to confirm deleting all the “extra files” at a time.

© Follow Link (Enabled by default)
When this option is enabled, not only the symbolic link or junction point will be restored,
the directories and files that the symbolic link or junction point links to will also be
restored.

The table below summarizes the behaviors when a restore is performed with different
settings.

Follow Link | Restore to Behavior

Symbolic link or junction point is restored to the

Original original backup location.
location Target directories or files are also restored to the
original backup location.
Enabled
Symbolic link or junction point is restored to the
Alternate location specified.
location Target directories or files are also restored to the

alternate location specified.
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Symbolic link or junction point is restored to the

Original original backup location.
location Target directories or files are NOT restored to the
original backup location.
Disabled
Symbolic link or junction point is restored to the
Alternate location specified.
location Target directories or files are NOT restored to the

alternate location specified.

Click Next to proceed when you are done with the settings.

7. Select the temporary directory for storing temporary files, such as delta files when they are
being merged.

Temporary Directory

Temporary directory for storing backup files

/sh

dmin/temp Change

[s1}
o

‘ernomess

8. Click Restore to start the restore. The status will be shown.

Restore

E QNAP NAS Backup

G Retrospect Virtual Management Console (Host: 10.140.10.39:80) X

FrilFr &F F &F F F F F F §F §F §F F §FFF S FFS§FSSFS§FS§SFsFyFEi
Pending

Estimated time left:

Restored:

Elapsed time:

Transfer rate:




9. When the restore is completed, the progress bar will be green in color and the message
Restore Completed Successfully will appear.

Restore

E QNAP NAS Backup

@ Retrospect Virtual Management Console (Host: 10.140.10.39:80) ﬂ

v Restore Completed Successfully
Estimated time left: 0 sec
Restored: 0 byte (0 file, 0 directory)
Elapsed time: 1 sec

Transfer rate: 0 bit/s

You can click the I View icon on the right hand side to check the log. A window will pop up to
show the log. Click Close to exit the pop-up window.

Shaw | All b
Type Log Time
o Start [ Model: T5-X32, 05: QTS 4.3.4 build 20180528, Retrospect Virtual Host Server v7.16.0.1 ] 20/07/2018 14:54:29
o Initializing decrypt actien... 20/07/2018 14:54:29
o Initializing decrypt action... Completed 20/07/2018 14:54:29
o Creating new directory... "fshare/NFSv=4/Public/share” 20/07/2018 14:54:29
o Creating new directory... "fshare/NFSv=4/Public/share/CACHEDEVZ_DATA" 20/07/2018 14:54:29
o Creating new directory... "/share/NFSv=4/Public/share/CACHEDEV2_DATA/Sample_Data” 20/07/2018 14:54:29
o Creating new directory... "fshare/NFSv=4/Public/share/CACHEDEV2_DATA/Sample_Data/Large_Single” 20/07/2018 14:54:29
o Creating new directory... "/share/NFSv=4/Public/share/CACHEDEV2_DATA/Sample_Data/Large_Single/anyogkob” 20/07/2018 14:54:29
Downloading... "/share/NFSv=4/Public/share/CACHEDEV2_DATA/Sample_Data/lLarge_Single/anyogkob
e Inagf0m1128758503" (Total 1.37G bytes) W70 IAAE
o Creating new directory... "fshare/NFSv=4/Public/share/CACHEDEV2_DATA/Sample_Data/large_Single/evmg” 20/07/2018 14:54:29
o Creating new directory... "fshare/NFSv=4/Public/share/CACHEDEVZ_DATA/Sample_Data/Large_Single/evmglobubcs” 20/07/2018 14:54:29
o Downloading... "/share/NFSwv=4/Public/share/CACHEDEV2_DATA/Sample_Data/Large_Single/evmag/obubcs 200772018 14:54:20
frera0m1046289717" (Total 1.21G bytes)
o Restore Completed Successfully 20/07/2018 14:58:14
Logs per page |50 ¥ Previous Next

10. In the Restore window, click Close to close the Restore window.

11. To exit AhsayOBM, click the red “x” on the top right corner. If you wish to use the AhsayOBM
again, you will then have to launch it again.
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9 Contact Ahsay

Technical Assistance

To contact Ahsay support representatives for technical assistance, visit the following website:
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

Also use the Ahsay Wiki for resource such as Hardware Compatibility List, Software Compatibility
List, and other product information:
http://wiki.ahsay.com/doku.php?id=public:home

Documentation

Documentations for all Ahsay products are available at:
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay downloads documentation
quides

You can send us suggestions for improvements or report on issues in the documentation, by
contacting us at:
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

The specific document title as well as the change required/suggestion when contacting us.


https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp
http://wiki.ahsay.com/doku.php?id=public:home
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay_downloads_documentation_guides
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay_downloads_documentation_guides
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

Appendix

Cloud Storage as Backup Destination

For most cloud storage providers (e.g. Dropbox, Google Drive, etc.), you need to enable access of
AhsayOBM on your cloud destination. Click OK / Test, you will be prompted to login to the
corresponding cloud service.

IMPORTANT

The authentication request will be opened in a new tab / window on the browser, ensure that the pop-up
tab / window is not blocked.

1. Click Allow to permit AhsayOBM to access the cloud storage.

g AniTi

- Ahsay would like to:

L, Yiew and manage the files in your Google Drive

Bty clicking &llowy, you allow this app and Google to use your information in accordance
wiith their respective terms of zervice and privacy policies. You can change this and

other Account Permissions at any time.
feny m

2. Enter the authentication code returned in AhsayOBM to complete the destination setup.
AhsayOBM T — A X

In the browser, log in (if necessary), and click the "Allo
w" button to authorize this app. You will then be prese
nted with an authorization code. Please copy the autho
rization code and paste it here to continue.

‘Tzeky0yQiZPAe4TpNmSROSHK _wymFdsuSidoaCIDw mw

Cancel




NOTE

A backup destination can be set to a supported cloud storage, backup server, FTP / SFTP server,
network storage, or local / removable drive on your computer.

Multiple backup destinations can be configured for a single backup set. In fact it is recommended for
you to set up at least 2 backup destinations for your backup set.

For more details on backup destination, for example which cloud service providers are supported,
destination type, or limitation, you can refer to the following article:
http://wiki.ahsay.com/doku.php?id=public:5026 _fag on_backup destination&s[]=frequently



http://wiki.ahsay.com/doku.php?id=public:5026_faq_on_backup_destination&s%5b%5d=frequently

Uninstall AhsayOBM

Refer to the following steps to uninstall AhsayOBM.

1. Login to QNAP QTS with the admin account. In a web browser, enter the QNAP NAS
device IP address and use the login credentials to login.

Note: Refer to the following user manual for information on how to login to QTS:
https://www.gnap.com/en/support/con_show.php?cid=11

Control Panel

Media Streaming add-on

[

2 0 o O U .

myQNAPcloud App Center Help Center CloudLink

Helpdesk License Center

/1521

° Thu,, Jul 19

CHONCNC)

2. Click the App Center icon on the desktop.

=

App Center

3. When the App Center window appeatrs, click the arrow icon of AhsayOBM.

AhsayOBM
7.17.0.0

www.ahsay.com

38


https://www.qnap.com/en/support/con_show.php?cid=11

4, Select Remove to uninstall the AhsayOBM.

GDK

AhsayOBM QDK 2.3.1
7.17.0.0 Developer Tools
Stop
Remove
Display on >

5. Click OK to uninstall AhsayOBM.

o Areyou sure you want to remove this application?
This may also delete application-relevant user data as
well.

0K Cancel

Note: If you select OK, AhsayOBM program files, user settings and AhayOBM-relevant

user data will be removed from the NAS drive.

6. When the uninstallation is completed, the following message will appear.

The package has been successfully uninstalled,

www.ahsay.com
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