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1 Requirements for AhsayACB on Windows

Hardware Requirements

Refer to the link below for details of the minimum and recommended requirements for installing
AhsayACB:
FAQ: Ahsay Hardware Requirement List (HRL) for version 7.3 or above

Software Requirements

Refer to the following link for details of the operating systems, applications and databases supported
by AhsayACB:
FAQ: Ahsay Software Compatibility List (SCL) for version 7.3 or above

Refer to the following article for the list of compatible operating system for OpenDirect Restore:
FAQ: Ahsay Software Compatibility List (SCL) for Granular and OpenDirect Restore

Antivirus Exclusion Requirement

To optimize performance of AhsayACB on Windows, and to avoid conflict with your antivirus
software, refer to the following KB article the list of processes and directory paths that should be
added to all antivirus software white list / exclusion list:

FAQ: Suggestion on antivirus exclusions to improve performance of Ahsay software on Windows

NOTE

For AhsayACB version 7.17 or above, the bJW.exe process is automatically added to Windows Defender
exclusion list for Windows 10 during installation / upgrade via installer or upgrade via AUA.

www.ahsay.com



https://wiki.ahsay.com/doku.php?id=public:5000_faq:ahsay_hardware_requirement_list_hrl_for_version_7.3_or_above&s%5b%5d=hardware
https://wiki.ahsay.com/doku.php?id=public:5001_faq:ahsay_software_compatibility_list_scl_for_version_7.3_or_above
https://wiki.ahsay.com/doku.php?id=public:5250_faq:ahsay_software_compatibility_list_scl_for_granular_and_opendirect_restore&s%5b%5d=5250
https://wiki.ahsay.com/doku.php?id=public:5352_suggestion_on_antivirus_exclusions&s%5b%5d=antivirus

2 Preparing for Backup and Restore

Limitations

1. AhsayACB is supported Windows for Desktop such as Windows XP, Windows Vista, Windows 7,
Windows 8, and Windows 10.

2. Command Line Tool (Pre-Backup and Post-Backup) is not supported.

3. Only Simple Retention Policy is supported while Advanced Retention Policy setting is not
supported.

source

7

Retention Policy

How to retain the files in the backup set, which have been deleted in the backup

W | Day(s) w

4. For Compression type, only the Fast type is supported while No Compression and Normal
Compression types are not supported.

5. The following backup set settings are not available on the AhsayACB User interface as these
have been set with default values during backup set creation:

In case you

In-File Delta, by default this is set to incremental.

Bandwidth Control, by default this is disabled.

Follow Link, by default this is enabled.

Compression Type, by default only Fast compression is available.

Continuous Backup, by default Exclude Filter and Exclude System Files are not available.

will require these features: Command Line Tool, Advanced Retention Policy,

Compressions, and Continuous Backup for VMs and Databases please use AhsayOBM. For more
details, refer to this link AhsayOBM Quick Start Guide for Windows.

To know more about the comprehensive features of AhsayACB, refer to this link:
https://www.ahsay.com/jsp/en/products/ahsay-products backup-software features clients.jsp



http://download.ahsay.com/support/document/v8/guide_obm_quickstart_win_v8.pdf
https://www.ahsay.com/jsp/en/products/ahsay-products_backup-software_features_clients.jsp

3 Get Started with AhsayACB

This quick start guide will walk you through the following 5 major parts to get you started with using
AhsayACB.

Download and Install
Download and install
AhsayACB on your Windows

Launch the App
Launch and log in to AhsayACB

Create a Backup Set
Create a backup set according to
your preferences

Run Backup Jobs
Run the backup jobs to back up
data

Restore Data
Restore backed up data to your
system




4 OpenDirect Restore

What is OpenDirect Restore?

OpenDirect restore is an additional restore options for restoring files from a Windows File backup set
available from AhsayACB v7.13.0.0 or above. The OpenDirect restore method makes use of the
granular restore technology to make selective restore of individual files from a large compressed file
or image, for example zip, RAR, ISO files, without the need to restore the compressed file or image
first, to give you a fast and convenient file restore solution.

During the OpenDirect restore process, the file(s)/folders can be viewed and/or copied from the
Windows File Explorer on the Windows machine you are performing the restore. OpenDirect restore
is only supported on File backup sets created and backed up using AhsayACB v7.13.0.0 or above
on Windows platform with OpenDirect restore feature enabled.

IMPORTANT

OpenDirect restore requires an additional OpenDirect / Granular restore add-on module license to
work. Contact your backup service provider for further details.




How does OpenDirect Restore work?

Backup Destination
Local Drive / Cloud Destination AhsayCBS

FTP | SFTP G
t==S3 OR. ﬁ' v “
<ED

-OR-

Backup Destination with the file(s) backed up

OpenDirect
Restore
request sent

Mounting tool is used
to expose the file(s) as
a system volume

= \ * Support only
ﬂ/ \ Windows

— — Individual file/folder is Shown .eeso.. platform
directly on AhsayACB orina
file explorer on the computer

where AhsayACB is installed

@ AhsayACB

File System Driver

s®® e eeRNOOREDS

Files can also be viewed
andl/or copied directly to
your Windows machine from
the Windows File Explorer



Benefits of using OpenDirect Restore

Comparison between OpenDirect File Restore and Traditional File Restore

OpenDirect Restore

Introduction

OpenDirect restore allows you to quickly access individual files from a large compressed file or
image by viewing and/or copying files from the file explorer on the Windows machine you are
performing the restore, without having to fully restore the whole compressed file or image first.

Pros

As opposed to the traditional restore where you have to restore the entire
Restore of Entire | compressed file or image first before you can access any individual file in it,
Compressed File | OpenDirect restore allows you to view and download individual files from a
Not Required compressed file or image, without having to restore compressed file or
image first.

When restoring a large compressed file or image, sometimes, you may only
Ability to Restore | need to restore individual file(s) out of the entire file, therefore, OpenDirect
Selected Files restore gives you the flexibility to restore selective file(s) quickly, so it saves
you time and effort to achieve your restore goal.

Cons

To ensure optimal restore performance, the backup of the files in an
OpenDirect file backup set will NOT be encrypted and compressed,
therefore, you may have to take these factors in consideration when
selecting this restore option.

No Encryption
and
Compression

Traditional Restore

Introduction

The traditional restore method restores the entire compressed file or image. Backed up data can
only be accessed when complete restore is performed.

Pros
Backup Wl.th Backup file(s) are compressed, therefore in smaller file size, and
Compression and . o
. encrypted before being uploaded to the backup destination.
Encryption

Cons

As the entire compressed file or image has to be restored before you can
Slower Recovery access any individual files, restore time could be long if the file size is
large




Requirements

Supported Backup Modules

OpenDirect restore is only supported on File backup sets created and backed up using AhsayACB
v7.13.0.0 or above on Windows platform with OpenDirect restore feature enabled.

License Requirements

An OpenDirect / Granular restore add-on module license is required per backup set for this feature
to work. Contact your backup service provider for more details.

Backup Quota Storage

As compression is not enabled for OpenDirect file backup sets, to optimize restore performance
the storage quota required will be higher than non-OpenDirect file backup sets. Contact your
backup service provider for details.

Windows Operating System

AhsayACB must be installed on a 32 bit or 64 bit Windows Operating System as libraries for
OpenDirect only supports Windows platform.

Windows 7 SP1 or above Windows 8 Windows 8.1

Windows 10

Temporary Directory Requirement

The temporary directory folder should have at least the same available size as the compressed file
or image to be restored and should be located on a local drive to ensure optimal performance.

Available Spare Drive Letter

One spare drive letter must be available on the Windows machine for the OpenDirect restore
process, as the compressed file or image is mounted on Windows as a logical drive. AhsayACB
will automatically take the next available drive letter in alphabetical order for the mounted
compressed file or image.

Note

1. The Windows drive letters A, B, and C are not used by OpenDirect restore.

2. The OpenDirect restore assigned drive letter(s) will be released once you exit from AhsayACB Ul.

Network Requirements

Recommended minimum network speed is at least 100Mbps download speed.

The network bandwidth requirements will increase in proportion to the size of the compressed
file/image and or the incremental delta chain length to ensure optimal performance. Working with
limited network bandwidth may severely affect the granular restore performance.

You can use an online network speed test website (e.g. www.speedtest.net) to get an idea of the
actual bandwidth of the machine.



http://www.speedtest.net/

Other Dependencies

The following dependencies are restore related and therefore they will be checked by AhsayACB
only when an OpenDirect restore is performed. Absence of these elements will not affect the
backup job but would cause the restore to fail.

© Microsoft Visual C++ 2015 Redistributable (x86) / (x64)
https://www.microsoft.com/en-us/download/details.aspx?id=48145

© Update for Universal C Runtime in Windows
https://support.microsoft.com/en-us/help/2999226/update-for-universal-c-runtime-in-windows

© For Windows 7 only

Microsoft Security Advisory 3033929
https://docs.microsoft.com/en-us/security-updates/SecurityAdvisories/2015/3033929

Permissions

The Windows login account used for installation and operation of the AhsayACB client machine
requires Administrator privileges.


https://www.microsoft.com/en-us/download/details.aspx?id=48145
https://support.microsoft.com/en-us/help/2999226/update-for-universal-c-runtime-in-windows
https://docs.microsoft.com/en-us/security-updates/SecurityAdvisories/2015/3033929

5 Download and Install AhsayACB

From version 7.15.0.0 onwards, there are two installation modes of AhsayACB, online installation and
offline installation. Below is the table of comparison between online installation and offline installation.

Online Installation Offline Installation

Version » From v7.3.2.0 onwards. » From v7.15.0.0 onwards.

Supported

Installation » Takes more time as it needs to » Takes less time as all the

Time download the binary and necessary binary and component
component files (80MB to 110MB files are already available in the
depending on operating system) offline installer and offline installer
each time the installation is run. can be downloaded once but

» Online installer size is 0.1MB to reused many times.

3.5MB depending on operating » Offline installer size is 80MB to

system as it contains only the initial 110MB depending on operating

installation package files. system as it contains all the
necessary binary and component
files.

Deployments | » Suitable for single or small amount | » Suitable for multiple or mass

of device installations. device installations.
> Suitable for sites with fast and > Suitable for client sites with
stable internet connection as metered internet connections as
internet connection is needed each once the offline installer is
time when an installation is run. downloaded, internet connection is

not needed each time when an

» A slow internet connection will . o
installation is run.

result in longer installation time and

interrupted or unstable internet » May need to update the product
connection may lead to version after installation if an older
unsuccessful installation. offline installer is used.

» Ensures the latest version of the
product is installed.




Download AhsayACB

1. In aweb browser, click the blue icon on the top right corner to open the download page for the
AhsayACB installation package file from your backup service provider's website.

2. Inthe AhsayACB tab of the download page, you can choose the AhsayACB installer by
operating system.

TN Ansaace [

Choose operating system.

& Download (Online)

=. Windows
ﬁ Download (Offline)
:
' Mac 05 X

¥ Download (Offline)

3. Inthe Windows section, click on the Download (Online) or Download (Offline) button to
download the AhsayACB installation package.

¥, Download (Online)
=
=- Windows

& Download (Offline)

www.ahsay.com 10




Install AhsayACB

Option 1: Online Installation Option
1.

Launch the online installation package file you have downloaded from the download section
above.

2. Click Run when you see this message.
E

Do you want to run this file?

. I Name: ...rs\ahsay\Desktop\ach-win-443-10.3.1.8-https.exe
Publisher: Ahsay Systems Corporation Limited

Type: Application

From: C:\Users\shsay\Desktop\ach-win-443-10.3,1.8-htt...

[ R | Cancel

[V Always ask before opening this file

'O While files from the Intemet can be useful, this file type can

potentially harm your computer. Only run software from publishers
you trust. What's the risk?

The following dialog box will appear only if User Account Control is enabled. Click Continue
to start the installation.

User Account Control i _)sl

Q A program needs your permission to continue

If you started this program, continue.

Ahsay Online Backup Client Installer
w Ahsay Systems Corporation Limited

User Account Control helps stop unauthorized changes to your computer.

www.ahsay.com
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4. Click Next to continue.

R

Welcome to the AhsayACB Setup
Wizard

This will install AhsayACB on your computer.

It is recommended that you close all other applications before
continuing.

Click Next to continue, or Cancel to exit Setup.

Next = Cancel

5. Select | accept the agreement after reading the license agreement. Then, click Next to
proceed.
=T

License Agreement
Please read the following important information before continuing.

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

Terms of Use -
1. All softwares provided by Ahsay Systems Corporation is on an "as is” basis
with no warranties of any kind and Ahsay Systems Corporation will not be liable

for any damages of any kind arising from the use.Ahsay Systems Corporation

further disclaims all warranties, express and implied, including without limitation,

any implied warranties of merchantability or ftness for a particular purpese.

2. Ahsay Systems Corporation grants you a non-exclusive, non-transferable,
royalty-free, limited license to use the binary form of the software provided by

Ahsay Systems Corporation for personal use only. Redistribution of programs

owned by Ahsay Systems Corporation, unless explicitly granted by Ahsay

Systems Corporation , is strictly prohibited. _:I

{+ |accept the agreement
(" 1do not accept the agreement

< Back Next = Cancel

www.ahsay.com 12




6. Choose the installation directory. Then, click Next to continue.

S

Select Destination Location
Where should AhsayACB be installed?

‘ Setup will install AhsayACB into the following folder.

To continue, click Next. If you would like to select a different folder, click Browse.

Browse... |

At least 249.2 MB of free disk space is required.

< Back Next = Cancel I

7. Select the program group to which the software will be installed. Then, click Next to proceed.

T

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while installing AhsayACB,
then click Next.

Please select the program group to which the software will be installed
¢ Anyone who uses this computer
" Me Only

< Back Next = Cancel




8. The installation will start after you click Install.

i

Ready to Install
Setup is now ready to begin installing AhsayACB on your computer.

Click Install to continue with the installation, or click Back if you want to review or
change any settings.

Destination location: ;j
C:\Program Files\AhsayACB
Additional tasks:

Please select the program group to which the software will be installed
Anyone who uses this computer

i o

< Back Install Cancel |

9. The component files will be downloaded first during installation.
£ setup - AhsayaCB = @ |

Downloading additional files
Pleaze wait while setup downloads additional files...

-

Total progress: E2.49MB f 7337 MB (35%)
Current file: 14 70 MB 2558 MB [579%)
File: ire-std-windows-x64 7z

Sheed: 7.1 MBfs

Status: Dowenlosding

Elap=ed time: 00:00:15

Remaining time: 00:00:01

www.ahsay.com




10. Click Finish to complete the installation.

=
@ e N8 Completing the AhsayACB Setup

Wizard

Setup has finished installing AhsayACB on your computer. The
application may be launched by selecting the installed icons.

Click Finish to exit Setup.

[V Launch AhsayACB

Finish

Option 2: Offline Installation Option

1. Extract the offline installation package file (acb-win.zip) you have downloaded from the
download section above

L

ach-uvin
Compressed (zipped) Folder

Open
Open in new window
Extract All...
[&f  Editwith Motepad «+
Open with,..
Share with 3

Restare previous versions

Send to 2
Cut

Copy

Create shortcut
Delete

Renarme

Properties

www.ahsay.com
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2.

4.

www.ahsay.com

Select a destination and extract files.

@ |4, Extract Compressed (Zipped) Folders

Select a Destination and Extract Files

Files will be extracted to this folder:

vach-win

Showe extracted files when complete

Browsse...

[ Extract ][ Cancel

Launch the installer you have extracted from the zip format file.

0.Q)

ach-win

Click Run when you see this message.

Open File - Security Warning

We can’t verify who created thiz file. Are you zure you want to
run this file?

@ Mame: QiJalintach-win.exe
Type: Application

Fram: Qlalindhach-win.exe

Run ][ Cancel ]

l--’ Thiz file iz in a lozation outzide vour local network. Files from
lozations you don't recognize can harm pour PC. Only rur this file if
youl truzt the location. what's the risk?

16




5. The following dialog box will appear only if User Account Control is enabled. Click Yes to

start the installation.

Program name:
Publisher:
File crigin:

(%) Show details

@ ser Account Contral E

ant to allow the following program from an
publisher to make changes to this computer?

ach-win.exe
Unknown
Hard drive on this computer

6. Click Next to continue.
() Setup - AhsayACE

(® Ahsayacs

Welcome to the AhsayACB Setup
Wizard

Thiz will inztall Ahsay ACH on your computer.

It iz recommended that you close all other applications before
continuing.

Click Mext to continue, or Cancel to exit Setup.

I et = I[ Cancel

www.ahsay.com
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7. Select | accept the agreement after reading the license agreement. Then, click Next to
proceed.

3 Setup - AhsapaCE E=REcR ==

License Agreement
Pleaze read the fallowing impartant information befare continuing.

Please read the following License Agreement. You must accept the terms of this
agresment before cortinuing with the installstion.

Terms of Use

1. &l zoftwares provided by Ahsay Systems Corparation is on an "as is” basis
weith no wearranties of any kind and Ahsay Systemns Corporstion will not be liahle
for any damages of any kind arizing from the uze Ahzay Systems Corparation
further disclaims all warranties, exprezz and implied, including withaut limitation,
any implied warranties of merchantability or ftness for a particular purpose.

2. Ahsay Systems Corporation grants youw a non-exclusive, non-transferahble,
rovalty-free, limited license to use the binary farm of the software provided by
Ahzay =ystems Carporation for personal uze only. Redistribution of programs
ovvned by Ahsay Systems Corporation, unless explicitly granted by Ahzay
=ystems Corporation | is strictly prohibited. e

m

@ | accept the agreement

)l do nat accept the agreement

= Back “ Mext = ]I Cancel

8. Choose the installation directory. Then, click Next to continue.
Setup - AhsayACE (o] = |[ =]

Select Destination Location
Where should AhsayvACH be installed?

Zetup will install Ahsay ACH into the follovwing folder.

To continue, click Mext. If you would like to select a different folder, click Browse.

CProgram Files\&hzay ACE

At least 343.0 MB of free dizk space iz required.

= Back “ Mext = ll Cancel




9. Select the program group to which the software will be installed. Then, click Next to proceed.
Setup - &hsaylCE o @ [

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perfarm while installing AhsayACH,
thien click Mext.

Pleaze select the program group to which the softwware will be installed
@ Anyone who uses this computer

() e Only

<Back || net> | | Cancel |

10. The installation will start after you click Install.
Setup - AhiaetCH

= || = |

I

Ready to Install
Zetup iz novw ready to begin installing Ahsay ACB on your computer,

Click Install to continue wwith the installation, or click Back if you wwant to revies ar
change any settings.

Destination location: -
CProgram Files\hasy8CHE

Additional tasks:
Pleaze select the program group to which the software will be installed
Aryone who uzes thiz computer

= Back “ Install ] ’ Cancel




11. Click Finish to complete the installation.

B Setup - AhsaytCR

@ AhsayACB

(=& ]l=]

Completing the AhsayACB Setup
Wizard

Zetup has finished installing AhsayACB on your computer, The
application may be launched by selecting the installed icons.

Click Finizh to exit Setup.

Launch Sheay sCH

www.ahsay.com
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6 Start AhsayACB

Login to AhsayACB
1. A shortcut icon of AhsayACB will be available on your desktop after installation. Double-click the

icon to launch the application.

EUSSVACE

2. The Free Trial Registration menu may be displayed when you login for the first time. Click Login
if you already have an AhsayACB account, or click Free Trial to register for a trial backup

account.

‘ English

@ AhsayACB

The Best On-Premises & Cloud
Backup Software

or Login

www.ahsay.com 21




3. Click Show advanced option to enter the backup server settings provided by your backup
service provider. Then, click OK to save the changes.

Backup Server

https W | 10.23.6.91

Proxy (HTTP)

Off |

Use proxy to access the Internet

4. Enter the login name and password of your AhsayACB account provided by your backup service
provider. Then, click OK to login.

Q AhsayACB

www.ahsay.com

@ AhsayACB

Login name

| username

Password

FEEEER

W save password

Show advanced option

English

22



5. After successful login, the following screen will appear.

www.ahsay.com

acbwin n English u o

(@ Ahsayacs

Report

/v

Utilities

Backup Sets

2,

Restore

All instructions are there
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7 AhsayACB Overview

Information

(@ AhsayACB

(®Ansayacs

& [

Backup Backup Sets

(2 1

Restore Settings

Report

/>

Utilities

All instructions are there

AhsayACB main interface has nine (9) icons that can be accessed by the user, namely:

e Profile
e Language
e Information

e Backup

e Backup Sets
e Report

e Restore

e Settings

e Utilities

24



Profile

The Profile icon shows the settings that can be modified by the user.

There are five (5) available features:
e General
e Contacts
e Time Zone
e Encryption Recovery
e Password

General
The General tab displays the user’s information.
@ AhsayACE - m] *
P I’Ofl | e User Information
Login name Test_Account

[:IET_IE‘T'B| Display name User_01
Contacts
Time Zone

Encryption Recovery

Password

Save Cancel

Control Description

Login name Name of the backup account.

Display name Display name of the backup account upon logging in to the
AhsayCBS User Web Console.




Contacts

This refers to the contact information of the user. You can also add multiple contacts or modify an
existing contact information. Having this filled up will help in sending backup and daily reports and
even recovered backup set encryption key in case it was forgotten or lost.

@ AhsayACE - m] X
PI’OfI|e Contacts
Existing contacts
General + Add new contact

Contacts

Time Zone
Encryption Recovery

Password

To add a new contact, follow the instructions below:

1. Click the [+] plus sign to add a new contact.

s Add new contact

2. Complete the following fields then click the [OK] button to return to the main screen.

¢ Name
e Email
e Address

e Company

e Website
e Phonel
e Phone?2



@ AhsayACB - m] *

New Contact

Name

Email

send me encrypted email (S/MIME)

Address

Company

Website

Phone 1

Phone 2 ¥

3. Click the [Save] button to store the contact information.

@ AhsayACB — O X

PI’Oﬂ|e Contacts

Existing contacts
General n sample Full Name

samplemail@email.com

Contacts Add

Time Zone

Encryption Recovery

Password

Save Cancel




Time Zone

The time zone indicated.

@ AhsayACB — O X
PI’OfI|e Time Zone
GMT+08:00 (CST) v
General
Contacts

Encryption Recovery

Password

To modify the time zone, follow the instructions below:

1. Select from the dropdown list.

GMT+08:00 (HKT) L

GMT+08:00 (HKT) W

| »

GMT+08:00 (HKT)
GMT+08:00 (KRAT)
GMT+08:00 (MYT)
GMT+08:00 (PHT)
GMT+08:00 (SGT)
GMT+08:00 (ULAT)

GMT+08:00 (WST)

GMT+08:00 (IRKST)

[4]

2. Click the [Save] button to save the updated time zone.

www.ahsay.com




Encryption Recovery
Backup set encryption key can be recovered by turning this feature on.

Note: This option may not be available. Please contact your backup service provider for more

details.
@ AhsayACE - [m] X
P I’Ofl | e Encryption Recovery
With this option enabled. you can recover your backup set encryption keys by
Genera‘ sending a request to us.
on |
Contacts
Time Zone

Encryption Recovery

Password

www.ahsay.com




Password

Login password can be modified anytime. Tick the [Save Password] box to bypass the password

entry upon opening AhsayACB.

@ AhsayACB

PI’Oﬂ | e Password

Change Password
General

Save password
Contacts
Time Zone

Encryption Recovery

Password

To modify the password, follow the instructions below:

1. Click the [Change Password] button.

Change Password

30



2. Enter the current password.

@ AhsayACB

Change Password

Please confirm current password

3. Enter the New Password and re-enter the new password then click the [OK] button to
return to the main screen.

@ AhsayACE

Change Password

New Password

Re-enter password

4. Click the [Save] button to store the updated password.



Language

The list of available languages depends on the backup service provider.

Information

The information icon displays the product version and system information of the machine where

AhsayACB is installed.

@ AhsayACB

Backup

Version

Virtual Machine
Vendor

Live Threads
Daemon Threads
Total Threads Started

Heap Size

Operating System
Architecture

Number of Processors
Committed Virtual Memory
Physical Memory

Swap Space

VM Arguments

Class Path
Library Path

RAnt Flace Dath

(® Ansayacs

7.17.0.50

Java HotSpot(TM) 64-Bit Server VM Version 24.76-b04
Oracle Corporation

13 (Current) / 17 (Peak)
9
56

176,189 kbytes (Current) 7 1,864,192 kbytes (Maximum)

Windows 10 Version 10.0

amded

4

453,956 kbytes

1,871,640 kbytes (Free) / 4,193,844 kbytes (Total)
2,270,364 kbytes (Free) / 6,159,924 kbytes (Total)

-Djava.library.path=. -Dsun.java2d.noddraw
-Dsun.nio.PageAlignDirectMemory=true -Xrs -Xms128m -Xmx2048m
-XX:MaxDirectMemorySize=1024m

sch.jar

FADramram Cilacl AhcauAr Rl ikl racanirrac iar A Draaram

© 2019 Ahsay Systems Corporation. All Rights Reserved.

This feature is used to run the backup set/s.

[ B |

To start backing up, follow the instructions on Chapter 10 Run Backup Jobs.

www.ahsay.com

Backup
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Backup Sets

A backup set is a place for files and/or folders of your backed-up data. This feature allows the user to
select files individually or an entire folder to backup. It is also used to delete backup set/s.

These are the supported Backup Modules and links to their corresponding user guides:
e File
e Cloud File

User Guide — Cloud File Backup and Restore for Windows

e Windows System

User Guide — Windows System Backup and Restore

e Office 365
User Guide — Office 365 Backup and Restore for Windows

Backup Sets

To create or modify a sample File backup set, follow the instructions on Chapter 8 Create a File
Backup Set.
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http://download.ahsay.com/support/document/v7/guide_acb_user_O365_win.pdf

Backup Set Settings

AhsayACB is designed as a home user backup solution, the backup requirements are more basic
compared to AhsayOBM Business or Enterprise Users. It is reflected in the AhsayACB user interface
design with the removal of some settings from the user interface, to simplify and streamline the
configuration of AhsayACB backup sets.

This the list of configurable settings under the Backup Sets:

e General

e Source

e Backup Schedule

e Destination

e Reminder

e Others
o Retention Policy
o Temporary Directory
o Volume Shadow Copy
o Open Direct
o Encryption

While these are the available features of AhsayACB that users can still access and configure through
the AhsayCBS User Web Console.

¢ In-File Delta
¢ Bandwidth Control
e Follow Link
e Compression Type

e Continuous Backup

NOTE
For more details on the limitations of the backup set settings before proceeding to backup and restore, refer to
Chapter 2 Preparing for Backup and Restore — Limitations.




General

This allows the user to modify the name of the backup set.

@ AhsayAcB — [u] X
E Sample Backup Set 01 General
Name
General |Samp|e Backup Set 01
Source Owner
w10-pro
Backup Schedule
o Windows User Authentication
Destination
Domain Name (e.g Ahsay.com) / Host Name
Reminder |wm.pm |
Others User name

| Administrator |

Password

Delete this backup set

To modify the backup set name, follow the instructions below:

1. Enter the new backup set name on the Name field.
2. Click the [Save] button to save the updated backup set name.

To modify the windows user authentication, follow the instructions below:

1. Enter the new:
e Domain Name
e User Name
e Password

2. Click the [Save] button to save the new windows user credentials.

www.ahsay.com
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Source

This allows the user to select the files and/or folders that they would like to backup. To know more

about filtering, please check this document AhsayOBM v7 Backup Source File Filter Guide.

@ AhsayACB

m Sample Backup Set 01

General

Backup Schedule
Destination
Reminder

Others

Delete this backup set

www.ahsay.com

Backup Source

select the files and folders that you want to backup
[ |=) pesktop

m Documents

"1 B3 Favorites

. Outlook

Filter

Apply filters to the backup source
of (.

I would like to choose the files to backup

— m] X

Save Cancel
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Backup Schedule

This allows the user to assign a backup schedule for the backup job to run automatically. For more

details on how to configure a backup schedule, follow the instructions on Chapter 10 Configure

Backup Schedule for Automated Backup.

@ AhsayACB

E Sample Backup Set 01

General

Source

Backup Schedule

Destination
Reminder

Others

Delete this backup set

www.ahsay.com

Schedule

Run scheduled backup for this backup set
on |

Existing schedules

ﬁ Backup Schedule
Daily (Everyday at 20:00)
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Destination

This allows the user to view the current backup mode and existing storages and add additional
storage destinations.

@ AhsayACB

H Sample Backup Set 01 Destination

Backup mode

Gerera

Source Existing storage destinations
G AhsayCBS
Backup Schedule Host: 10.16.10.11:443
Destination -
A v
Reminder
Others

Delete this backup set




Reminder

This allows the user to enable the Windows log off or shut down reminder setting where a backup
confirmation menu will appear, notifying the user to backup before logging out of the system or
shutting the Windows.

@ AhsayACB — [m] X

H Sample Backup Set 01 Reminder

Remind me to backup during Windows log off or shut down

General on = |
Source

Backup Schedule

Destination

Reminder

Others

Delete this backup set

To configure the Windows log off or shutdown reminder, follow the instructions below:

1. Slide the lever to the right to turn on the reminder.

2. Click the [Save] button to save the settings.

www.ahsay.com
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Others

These are the list of other backup set settings that can be configured.

e Continuous Backup

e Retention Policy

e Temporary Directory

e Volume Shadow Copy
e OpenDirect

e Encryption

@ AhsayACE

H Sample Backup Set 01

General

Source

Backup Schedule
Destination

Reminder

Others

Delete this backup set

2

Continuous Backup

Backup whenever a change is made

or [

Retention Policy

How to retain the files in the backup set, which have been deleted in the backup
source

4 v | oays) v |

Temporary Directory

Temporary directory for storing backup files

| CAUsers\Administratoritemp | -

18.78GB free out of total 38.71GB space in C:
Remove temporary files after backup

Volume Shadow Copy

Enable Windows' Volume Shadow Copy for open file backup

on (el

OpenDirect v
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Continuous Backup

This allows the user to configure the continuous backup job and set time interval.

Continuous Backup

Backup whenever a change is made
on ]
Define how often backup run

30 minutes w

Only apply to files smaller than

4096 v MB

To configure the continuos backup, follow the instructions below:

1. Slide the lever to the right to turn on the reminder.

Continuous Backup

Backup whenever a change is made

Off [ |

Continuous Backup
Backup whenever a change is made
on |

Define how often backup run

30 minutes w

Only apply to files smaller than

4096 v | MB

2. Select from the drop-down list on how often the backup will run and apply to files smaller
than the indicated.



Only apply to files smaller than

4096 w | MB
25
50 G;,.
100
500 in the backu
1000
Day(s) w
Unlimited

Define how often backup run

30 minutes w
1 minute ~

: smaller than

w | MB

3 minutes
4 minutes

DAy
5 minutes oli C}'
6 minutes  files in the backuj
10 minutes
12 minutes | v || Day(s) w

3. Click the [Save] button to save the settings.



Retention Policy

This allows the user to retain the deleted files based on the number of days or jobs.

Retention Policy

How to retain the files in the backup set, which have been deleted in the backup
source

7 w || Day(s] w

Retention Policy

source

7 W || |ob(s) W

How to retain the files in the backup set, which have been deleted in the backup

Temporary Directory

This allows the user to configure the temporary directory of spooled files, remote file list, and other

temporary backup files.

Temporary Directory

Temporary directory for storing backup files
C\Userstadministratoritermp

18.78GBE free out of total 38.71GB space in C:
+| Remove temporary files after backup

Change

To configure the temporary directory, follow the instructions below:

1. Click the [Change] button to select a directory path for storing the temporary data.

2. You also have an option to check or uncheck the [Remove temporary files after backup].

3. Click the [Save] button to save the settings.
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Volume Shadow Copy

This allows the user to create a snapshot to support backup of local files that exclusively opened
during the backup process.

Volume Shadow Copy

Enable Windows' Volume Shadow Copy for open file backup

on B

Open Direct

This option can only be enabled during the creation of backup set. For details about OpenDirect
restore, please refer to Chapter 8 Create a File Backup Set.

OpenDirect

Allow to open backup data without restoring

Encryption

This allows the User to view the current encryption settings. For more details about the encryption,

check Chapter 8 Create a File Backup Set.

Encryption

Encryption key 000000

Unmask encryption key
Algorithm AES
Method CBC
Key length 256 bits
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Report
This feature allows the user to view the backup and restore reports

There are three (3) functions available for this feature:

e Backup

e Restore

e Usage
Backup

This shows the backup reports. There are four (4) filters that can be applied on this feature:
e Date
e Backup Set

e Destination

e Status
@ AhsayACE - [m] X
RepOI’t Backup Report
From To
Backup 17 w Ul w2019 v (24 v [jul w|2018 v | | Go
Restore Backup set w | Destination w | Completion Status v
sample Backup Set 03 AhsayCBs Today 14:50 Completed
Usage ] -

m sample Backup Set 03 @ AhsayCBs Today 14:48
m Sample Backup 02 @ AhsayCBS Today 14:40 Completed
m Sample Backup Set 01 G AhsayCBS Today 14:35 Completed

No. of records per page | 50 W Page (1/1 w
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You can filter and view the backup report using the Date filter.

You can filter and view the backup report using the Backup set filter.

@ AhsayACB — m]
RepOI’t Backup Report
From To
B:HCFLUD 17 w || Jul w | 2019 w | |24 w [|Jul w2019 w Go
Restore Backup set W | Destination w | Completion Status v
Usage E Sample Backup Set 03 @ AhsayCBS Today 14:50 Completed
g E Sample Backup Set 03 @ AhsayCBS Today 14:48
E Sample Backup 02 @ AhsayCBS Today 14:40 Completed
E Sample Backup Set 01 @ AhsayCBS Today 14:35 Completed
No. of records per page | 50 w Page 1/1 w

@ AhsayACE - [m]
RepOI’t Backup Report
From To
Backup 17 w Ul w2019 v (24 v [jul w|2018 v | | Go
Restore Backup set w | Destination w | Completion Status v
Backup set @ AhsayCBs Today 14:50 Completed
Usage
Sample Backup Set 03 (9 AhsayCBS  Today 14:48
Sample Backup 02 (9 AhsaycBS  Today 14:40 Completed
sample Backup Set 01 @ AhsayCB5 Today 14:35 Completed
—
No. of records per page | 50 w Page 1/1 w
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You can filter and view the backup report to your selected storage location using the Destination filter.

AhsayACB — O x
@ ahsay
Report Backup Report
From To
Backup 17 w Ul w2019 v (24 v [jul w|2018 v | | Go
Restore Backup set ] Completion Status v
sample Backup Set 03 [RESIEELNY Today 14:50 Complete
Usage | ki inati d d
g m sample Backup Set 03 | AhsayCBS Today 14:48
m Sample Backup 02 AhsayCBS Today 14:40 Completed
m sample Backup Set 01 AhsayCBs Today 14:35 Completed
No. of records per page | 50 W Page (1/1 W

You can filter and view the backup report with the same status using the Status filter.

@ AhsayACE - [m] X
RepOI’t Backup Report
From To
Backup 17w Jul w2019 v (24 v jul v |2018 v | | Go
Restore Backup set W | Destination w | Completion Status v
Usage m sample Backup Set 03 @ AhsayCBs Today 14:50 Status
m sample Backup Set 03 (&) AhsayCBS  Today 14:48 Completed

m Sample Backup 02 (9 AhsaycBS  Today 14:40 Interrupted

m Sample Backup Set 01 @ AhsayCB5 Today 14:35 Completed

Page (1/1 w

No. of records per page | 50 w
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To view the backup log, follow the instructions below:

1. Select and click backup report.

AhsayACB -
@ Ahsay, u] X
Report Backup Report
From To
17w |l bl | i 2 ™|l bl | il Go
Restore Backup set v | Destination w | Completion Status v
Usage Backup set m sample Backup Set 03 X ~
Destination (3 Ahsaycss
Job 07/24/2019 14:49
Time Today 14:49 - 14:50 (CST)
Status + Completed successfully
New files * 18 [255.7k/336.9k (24%)]
Updated files * 0
Attributes Changed Files * 0
Moved files * 0
Deleted files * 0
* Unit = No of files [Total zipped size / Total unzipped size (compression ratio)]
View log
m Sample Backup Set 03 G AhsayCBS Today 14:48
m Sample Backup 02 (9 AhsayCss Today 14:40 Completed v
No. of records per page | 50 ¥ Page |1/1 W

2. Click the [View log] button.

Backup set, Destination, Log Date and Time, and Status can also be filtered as well as the

number of logs per page.

@ AhsayAcCB

Backup set | Sample Backup Set 03 w Destination | AhsayCBS w
Log | 07/24/2019 14:49 w Show | All w
Type Log Time
0 Start[ Windows 10 (w10-pro), AhsayACB v7.17.0.50] 07/24/2019 14:49:59
0 Saving encrypted backup set encryption keys to server.. 07/2472019 14:49:59 ~
0 Start Backup ... [In-File Delta: Full] 07/24/2019 14:50:00
0 Using Temporary Directory CG\Users\Administratoritempl1563950447057\0B5@1563950862275 07/24/2019 14:50:00
0 Downloading server file list... 07/2472019 14:50:00
0 Downloading server file list.. Completed 07/2472019 14:50:02
0 Contact your service provider to enable [Volume Shadow Copy] support 07/24/2019 14:50:02
0 Reading backup source from hard disk.. 07/2472019 14:50:03
0 Reading backup source from hard disk... Completed 07/24/2019 14:50:04
0 [MNew Directoryl.. E:\ 07/2472019 14:50:04
© [New Directoryl.. EASRECYCLEBIN 07/24/2019 14:50:04
0 [MNew Directory]... EA$RECYCLE.BIN\S-1-5-21-2154390900-2512593986-681316497-500 07/2472019 14:50:04
0 [Mew Directory]... E\backupfiles 07/24/2019 14:50:04
0 [Mew Directory]... EAdocument 07/2472019 14:50:04
© [New File]... 100% of "EASRECYCLE.BIN\S-1-5-21-2154990900-2512593986-681316497-500\desktop.ini" 07/24/2019 14:50:04
0 [MNew File]... 100% of "E:\backupfiles\CloudBackup_001.ox" 07/2472019 14:50:04
0 [Mew File]... 100% of "E:\backupfiles\CloudBackup_002.ox" 07/24/2019 14:50:04
0 [MNew File]... 1003 of "E:\backupfiles\CloudBackup_003.ox" 07/2472019 14:50:04 ()
0 [Mew File]... 100% of "Ex\backupfiles\Configuration_Guide2016.docx” 07/24/2019 14:50:04
Logs per page | 50 v Page |1/2 w

48



Restore

This shows the restore reports. There are four (4) filters that can be applied on this feature:

e Date
e Backup Set

e Destination

e Status
@ AhsayACB — O

Report Backup Report

From To
Bacl«-';up 17 w [ |jul w2019 w | (24 w|[Jul w2019 W Go
Restore Backup set W | Destination w | Completion Status v
Usage m Sample Backup Set 03 G AhsayCB5 Today 14:50 Completed

g m Sample Backup Set 03 G AhsayCB5s Today 14:48

m Sample Backup 02 @ AhsayCBs Today 14:40 Completed

m Sample Backup Set 01 @ AhsayCBs Today 14:35 Completed

No. of records per page | 50 W Page (1/1 W
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You can filter and view the restore report using the Date filter.

Report

Backup

Usage

AhsayOBM = =} x

Restore Report
From To

01 W | [Jul w2019 » 17 w | Jul w2019 W Go

Backup set W | Destination W || Job Status v

m Sample Backup Set 03 @ AhsayCBS Today 14:58 Completed

m Sample Backup Set 02 @ AhsayCBS Today 14:57 Completed

m Sample Backup Set 02 @ AhsayCBS Today 14:57

m Sample Backup Set 01 @ AhsayCBS Today 14:54 Completed

No. of records per page Page [1/1 W

You can filter and view the restore report using the Backup set filter.

@ AhsayACE

Report

Backup

Restore

Usage

www.ahsay.com

Restore Report

From To
17 W [ Jul w2019 W 24 & | Jul w2019
Backup set w | Destinati... w | Job
Backup set @ AhsayCBS  Today 15:20
(9 AhsayCBS  Today 15:04
Sample Backup 02 (3 AhsayCBS  Taday 15:04
sample Backup Set 01 (3 AhsayCBS  Today 15:03

No. of records per page | 50 w

~

- O *
Go
Status v
Completed
Completed
Completed
Page (1/1 w
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You can filter and view the restore report to your selected storage location using the Destination filter.

@ AhsayAcB — [u] X
Re p O I’t Restore Report
From To
BackUp 17w Jul W [12019 w| (24 w | Jul w2019 w Go
Restore Backup set v Job Status v
Usape m Sample Backup Set 03 QelESaEI)] Today 15:20 Completed
& m sample Backup 02 AhsayCBS Today 15:04 Completed
m sample Backup 02 AhsayCBS Today 15:04
m Sample Backup Set 01 AhsayCBs Today 15:03 Completed
No. of records per page | 50 W Page (1/1 W

You can filter and view the restore report with the same status using the Status filter.

AhsayACB — O x
@ ahsay
Re p O I’t Restore Report
From To
Backup 17 w |l w2019 v |24 v jul w2019 w Go
Restore Backup set W | Destinati.. W | Job Status
Usage m sample Backup Set 03 @ AhsayCBS  Today 15:20 Status
g m sample Backup 02 (9 AhsayCBS  Today 15:04 Completed
m sample Backup 02 (9 AhsayCBS  Today 15:04 Interrupted
m sample Backup Set 01 @ AhsayCBS  Today 15:03 Completed
No. of records per page | 50 W Page (1/1 W
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To view the restore log, follow the instructions below:

1. Select and click restore report.

@ AhsayACB — [m] X
Re p O I’t Restore Report
From To
Backup 17 w Ul w2019 W (24 w | Ul w2019 W Go
Backup set w | Destina w | Job Status w
Backup set m Sample Backup Set 03
Destination (3 Ahsaycss
Job 07/24/201915:20
Time Today 15:20 - 15:20 (CST)
Status + Completed successfully
Downloaded files* 17 (255.5k)
* Unit = No of files (Download size)
View log
m sample Backup 02 G AhsayCBS  Today 15:04 Completed
m Sample Backup 02 G AhsayCBS  Today 15:04
m Sample Backup Set 01 G AhsayCBS  Today 15:03 Completed
No. of records per page | 50 w Page (1/1 w

2. Click the [View log] button.

Backup set, Destination, Log Date and Time, and Status can also be filtered as well as the
number of logs per page.

@ AhsayAcE - m] X

Backup set | Sample Backup Set 03w
Log | 07/24/2019 15:20 w Show | All W
Type Log Time
0 Start [ Windows 10 (w10-pro), AhsayACB v7.17.0.50 ] 07/24/2019 15:20:08
© initislizing decrypt action... 07/24/201915:20:08 "™
0 Initializing decrypt action.. Completed 07/24/2019 15:20:08
0 Creating new directory... "C:\Users\Administrator\Documents\E_" 07/24/2019 15:20:08
0 Creating new directory... "C:\Users\Administrator\Documents\E_\backupfiles" 07/24/2019 15:20:08
0 Downloading... "C:\lsers\Administrator\Documents\E_\backupfiles\CloudBackup_001.oc" (Total 7k bytes) 07/24/2019 15:20:08
0 C\Users\Administrator\Documents\E_\backupfiles\CloudBackup_002.o<t" (Total 7k bytes) 07/24/2019 15:20:08
0 "Ci\Wsers\Administrator\Documents\E_\backupfiles\CloudBackup_003.oxt" (Total 7k bytes) 07/24/2019 15:20:08
0 Ci\Users\Administrator\Documents\E_\backupfiles\Configuration_Guide2016.docx” (Total 14k bytes) 07/24/2019 15:20:09
0 Downloading.. "C\Users\Administrator\Documents\E_\backupfiles\Configuration_Guide2017.docx" (Total 14k bytes) 07/24/2019 15:20:09
0 Downloading... "C\Users\Administrator\Documents\E_\backupfiles\Configuration_Guide2018.docx” (Total 14k bytes) 07/24/2019 15:20:09
0 Downloading... "C\Users\Administrator\Documents\E_\backupfilesicloudbackup_004.txt” (Total 7k bytes) 07/24/2019 15:20:09
0 Downloading... "C:\Users\Administrator\Documents\E_\backupfiles\cloudbackup_005.oxt" (Total 7k bytes) 07/24/2019 15:20:09
0 Downloading... "C\Users\Administrater\Documents\E_\backupfiles\configuration_Guide2019.docx” (Total 14k bytes) 07/24/2019 15:20:09
0 Creating new directory.. "C\Users\Administrator\Documents\E_\document” 07/24/2019 12:20:09
0 Downloading... "C\Users\Administrator\Documents\E_\document\Test01.doc" (Total 304 bytes) 07/24/2019 15:20:09
0 Downloading... "C\Users\Administrator\Documents\E_\document\Test02.doc” (Total 304 bytes) 07/24/2019 15:20:09
0 Downloading... "C:\Users\Administrator\Documents\E_\document\Test02s.doc” (Total 304 bytes) 07/24/2019 15:20:09 [¥]
0 Downloading... "C:\Users\Administrator\Documents\E_\document\example.ta” (Total 304 bytes) 07/24/2019 15:20:09
Logs per page | 50 (¥ Page | 1/1 W
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Usage

This allows the user to generate and view the backup usage in a graphical view.

@ AhsayACE

Report

Backup

Restore

Usage

Select a destination

(9 Host: 10.16.10.11:443
Select a backup set

m Sample Backup Set 01
From

17 w [ Jul W | 2019 w

8§65 8

Size (KB}

o

g 8

To

24 W

Jul W

2019 W Go

U7 4172019 —

O7418/2019—

a7412,2019—

O720,2019—

74212019

74222019

074232019

/22019

Date

Sample Backup Set 01

@ AhsayACB - ]
Report Usage
Select a destination
Backup @ Host: 10.16.10.11:443 v
Select a backup set
Restore P
m Sample Backup Set 01 v
U bag e From To
17 v | |Jul W |2019 w 24 W | |Jul w2019 W Go
6,000 L
5,000 ff(
4000 /
g /
© 3,000 /
3 /
2,000 ‘.‘{
{
1,000 1!”
4
1 1 1 1 1 1
a g § Date 07/21/2019
3 & | Destination AhsayCBS
5 5 5 = | Backup set Sample Backup Set 01
Date Total Size 0
Data transfer
Backup 0
= Sample Backup Set 01 Rectore. O
Utilities 0
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Restore

This feature is used to restore backed-up files to its original or alternate location.

12,

Restore

To restore backed-up files, follow the instructions on Chapter 11 Restore Data.

Settings

This allows the user to enable the proxy and windows event log.

Settings

Proxy

To enable the Proxy Settings, follow the instructions below:

1. Click the [Settings] module.

2. Slide the lever to the right to enable the Proxy Settings.

@ AhsayAcB

Settings

Windows Event Log

www.ahsay.com

Proxy (HTTP)
Use proxy to access the Internet

on B

IP address

Login ID

Password
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3. Complete the following fields:

e |P Address
e Port
e LoginID

e Password
4. Click the [Test Connection] button to validate the connection.

5. Click the [Save] button to store the settings.

Windows Event Log

This allows the user to enable the Windows event log which logs all the AhsayACB system
information and will be written under the Applications and Services Logs. User may access them
through the Windows event viewer in the local machine.

@ AhsayACB - u] X
S ettl N g S Windows Event Log
p Write AhsayACB's logs to Windows Event Log. It will be placed under the
roxy "AhsayACB" application log. Activities of backup, restore, and triggered utilities will
be logged
Windows Event Log on = |
Event level

[1@error [ 4 warning [ | @ Info

Event sources

|1 profile || service (COP & Scheduler)
[ lLogin/Llogout [ | Software Update
| Backup [ Report

[ Restore [ utilities

Save Cancel




Utilities

This allows the user to perform health check of the backed-up data, free up storage from obsolete

files, delete and decrypt backed-up data.

Utilities

These are the four (4) options available for this feature:
e Data Integrity Check
e Space Freeing Up
e Delete Backup Data
e Decrypt Backup Data

Data Integrity Check

This feature is used to identify and remove any corrupt file/s on the backup destination/s to ensure

restorability.

Note: Data Integrity Check can only be started when there is no manual, scheduled or continuous

backup job running.

@ AhsayACB — O X
Ut|||t|e5 Data Integrity Check
Perform health check for your backed up data to ensure the data integrity and
Data Integrity Check restorability
Select a backup set
Space Freeing Up Al v
De|ete Backu p Data D Run Cyclic Redundancy Check (CRC) during data integrity check

[ Rebuild index

Decrypt Backup Data
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To perform Data Integrity Check, follow the instructions below:

1. There are four (4) options in performing the Data Integrity Check:

Option #1
Run Cyclic Redundancy Check (CRC) during data integrity check For checking the Index and
Data
Rebuild index
Start
Option #2

For checking the Index and
Integrity of the files against
Rebuild index the checksum file generated
at the time of the backup job.

| Run Cyclic Redundancy Check (CRC) during data integrity check

Start

Option #3

For checking the Index and
rebuild the Index.

Run Cyclic Redundancy Check (CRC) during data integrity check

| Rebuild index

Start

Option #4

For checking the Index and
Integrity of the files against
4] Rebuild index the checksum file generated
at the time of the backup job
and rebuild Index.

+| Run Cyclic Redundancy Check (CRC) during data integrity check

Start




2. Select a backup set from the drop-down list.

@ AhsayACE - [m] X

Ut| | |t| es Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and

Data Integrity Check restorability

Select a backup set
Space Freeing Up Al v
De|ete Backu p Data |:| Run Cyclic Redundancy Check (CRC) during data integrity check

[ Rebuild index

Decrypt Backup Data

@ AhsayACB — [u] X

Ut|||t|eS Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and

Data Integrit restorability
- Select a backup set
Space Freeing Up Al »

Delete Backup Data

sample Backup Set 01

Decrypt Backup Data sample Backup 02

Sample Backup Set 03
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If you select a specific backup set then you will also have to select a specific destination or
all destinations.

@ AhsayACB - m] hd

UtI|ItIeS Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and
Data Integrity Check restorability

Select a backup set
Space Freeing U D sample Backup Set 01 v
Delete Backu p Data Select a destination

All v

Decrypt Backup Data

All

If you select All backup sets then there’s no need to select a destination.

@ AhsayACB — O X
Utl | |t| es Data Integrity Check
Perform health check for your backed up data to ensure the data integrity and
Data Integrity Check restorability
Select a backup set
Space Freeing Up Al v |

De|ete Backu p Data D Run Cyclic Redundancy Check (CRC) during data integrity check
[ Rebuild index

Decrypt Backup Data
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3. Click the [Start] button to perform the data integrity check.

@ AhsayACB — [m] X

Ut|||t|e5 Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and

Data Integrity Check restorability
Select a backup set
Space Freeing Up | Sample Backup Set 01 v |

Select a destination

Delete Backup Data
|AhsayCBS v |

Decrypt Backup Data

Run Cyclic Redundancy Check (CRC) during data integrity check

Rebuild index

@ AhsayACB — O X

Ut|||t|eS Data Integrity Check

Perform health check for your backed up data to ensure the data integrity and

Data Integrity Check restorability

Select a backup set
Space Freeing Up sample Backup Set 01 v
Delete Backup Data Select a destination

AhsayCBS '
Decrypt Backup Data - T e e

.. Start processing data integrity check on backup set= "Sample Backup Set 01" d...
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4. The result will be shown once completed. Click the [View Log] to see the event log during
the data integrity check.

@ AhsayACB — [m] X

g The result of data integrity check (TEST MODE) is as follow.

Data Checksum
rrupted incorrect
items

8 (11.7MB) 0 (0B) 0 (0B)

in index

@ AhsayACE - [m] X

Log | 07/24/2019 15:59 w Show | All w

Type Log Time

o Data integrity check (TEST MODE} 07/24/2019 15:59:59

o Start data integrity check on backup set "Sample Backup Set 01(1563947900355)", "Ahsay(BS5(1563947921589)", crc ena... 07/2472019 15:59:59 -~

o Start processing data integrity check on backup set= "Sample Backup Set 01" destination= "AhsayCB5" 07/24/2019 15:59:59

o Rebuilding index... 07/2472019 16:00:02

©  [BackupFile][Version=10100][ClientPath=$)0B_ATTRIBUTES][Type=F][Ful Backuplob=-1][BackupByjob=2019-07-24-14-35-.. 07/24/2019 16:00:02

) [BackupFile][Version=10100][ClientPath=Ca\][Type=T][FullBackupjob=2019-07-24-14-35-38][BackupBylob=2019-07-24-14- 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users][Type=T][FullBackup|ob=20139-07-24-14-35-38][BackupBy)ob=2019-07-... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator][Type=T][FullBackup)ob=2019-07-24-14-35-38][BackupB... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents][Type=T][FullBackuplob=20128-07-24-14-35-.., 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Music][Type=T][FullBackuplob=2019-07-24-14-35-38][Ba... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Pictures] [Type=T][FullBackup)ob=2019-07-24-14-35-38][... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\AdministratoriVideos][Type=T][FullBackuplob=2013-07-24-14-35-28][B... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C\Users\Administrator\Documents'1555388361348][Type=T][FullBackup)ob=20... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C\Users\Administrator\Documents\Office 265][Type=T][FullBackuplob=2019-07... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=Ci\Users\Administrator\Documents\Office 365\Users][Type=T][FulBackupjob=2... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administratori\Documents\Office 365\Users\carven.isang@cloudbacko.... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/24/2019 16:00:02

o [BackupFile][Version=10100][ClientPath=CiUsers\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/2472019 16:00:02

o [BackupFile][Version=10100][ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/24/2019 16:00:02 (¥]

) [BackupFile][Version=101001[ClientPath=C:\Users\Administrator\Documents\Office 365\Users\carven.tsang@cloudbacko.... 07/24/2019 16:00:02
Logs per page |50 W Page (1/2 w
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Space Freeing Up
This feature is used to remove obsolete file/s from your backup set and destination.
To perform Space Freeing Up, follow the instructions below:

1. Select a backup set from the drop-down list.

@ AhsayACB

Utilities

Data Integrity Check

Delete Backup Data

Decrypt Backup Data

Free Up Storage Space

To remove obsolete files from your backup destination according to your retention
policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Select a backup set
Al v

@ AhsayACB

Utilities

Data Integrity Check

Delete Backup Data
Decrypt Backup Data

www.ahsay.com

Free Up Storage Space

To remove obsolete files from your backup destination according to your retention
policy setting to free up your storage space, select backup set(s). destination(s) and
then press Start.

Select a backup set

All v

sample Backup Set 01

sample Backup 02
Sample Backup Set 03
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If you select a specific backup set then you will also have to select a specific destination or
all destinations.

@ AhsayACB — [m] X

Utl | |t| es Free Up Storage Space

To remove obsolete files from your backup destination according to your retention

Data Integrity Check policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Select a backup set

Sample Backup Set 01 w

Delete Backup Data

Select a destination

Decrypt Backup Data Al v

AhsayCBS

If you select All backup sets then there’s no need to select a destination.

@ AhsayACE - [m] X

Utl | |t| es Free Up Storage Space

To remove obsolete files from your backup destination according to your retention

Data Integrity Check policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Select a backup set

All v |

Delete Backup Data

Decrypt Backup Data
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2. Click the [Start] button to perform space free up.

@ AhsayACE - [m] X

Ut| | |t| es Free Up Storage Space

To remove obsolete files from your backup destination according to your retention

Data Integrity Check policy setting to free up your storage space, select backup set(s). destination(s) and
then press Start.

Select a backup set

| sample Backup Set 01 w |

Delete Backup Data

Select a destination

Decrypt Backup Data AhsayCBs

@ AhsayAcB

Utl | |t| es Free Up Storage Space

To remove obsolete files from your backup destination according to your retention

Data Integrity CheCk policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Select a backup set

Sample Backup Set 01 W

Delete Backup Data

Select a destination

Decrypt Backup Data AhsayCBS .

“* Start processing space freeing up on backup set= "Sample Backup Set 01 (1563...
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3. The result will be shown once completed. Click the [View Log] to see the event log during
the space free up.

@ Ahsayach — ] X

Ut| | |t| es Free Up Storage Space

To remove obsolete files from your backup destination according to your retention

Data Integrity Check policy setting to free up your storage space, select backup set(s), destination(s) and
then press Start.

Select a backup set

Sample Backup Set 01 w

Delete Backup Data

Select a destination

AhsayCBs w

Decrypt Backup Data

+ Space freeing up is completed successfully

View log

@ AhsayACE - m] 4

Log | 07/24/2019 16:07 w Show | All w
Type Log Time
0 Start space freeing up on backup set "Sample Backup Set 01(1563947900355)", "AhsayCBS(1563947921589)" 07/2472019 16:07:03
o Start processing space freeing up on backup set="Sample Backup Set 01 (1562947300355)" destination="Ahsay(B5 (15630... 07/24/2019 16:07:02
0 Saving encrypted backup file index to 1563947900355/blocks at destination AhsayCBS... 07/24/2019 16:07:13
o Space freeing up on backup set="Sample Backup Set 01 (1563947300355)" destination="Ahsay(BS (1563947921589)" is co... 07/24/2019 16:07:15
0 Finished space freeing up on backup set "Sample Backup Set 01{1563947900355)", "Ahsay(CB5(1563947921589)" 07/24/2019 16:07:15
Logs per page |50 W Page | 1/1 W
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Delete Backup Data
This feature is used to delete backed-up files from a specific or all backup sets.

To perform deletion of backup data, follow the instructions below:

1. Select a backup set from the drop-down list.

@ AhsayACB

Ut|||t|e5 Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention

Data Integrity Check ! 5 r
policy. Therefore, make sure you know what you are deleting and NO undo will be
. available afterward.
Space Freeing Up
Select a backup set
All v
Delete

Decrypt Backup Data

@ AhsayACB

Ut|||t|e5 Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention

Data Integrity Check i s r
policy. Therefore, make sure you know what you are deleting and NO undo will be
. available afterward.
Space Freeing Up
Select a backup set

Decrypt BaCkU p Data Sample Backup Set 01
Sample Backup 02
Sample Backup Set 03
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If you select a specific backup set then you will also have to select a specific destination or
all destinations.

@ AhsayACB - m] 4

UtI|ItIeS Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will be
available afterward.

Data Integrity Check

Space Freeing Up

Select a backup set
sample Backup Set 01 v

Select a destination

All L

Decrypt Backup Data

AhsayCBS

If you select All backup sets then there’s no need to select a destination.

@ AhsayACE - m] x

Ut| | itieS Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This

Data Integrity Check action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will be
available afterward.

Space Freeing Up

Select a backup set

Decrypt Backup Data D
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2. There are three (3) options for the type of files you wish to delete.

e Delete all backed up data

e Choose from files as of job

e Choose from ALL files

(@ AhsayACB
Utilities
Data Integrity Check
Space Freeing Up

Delete Backup Data

Decrypt Backup Data

Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will be
available afterward.

Select a backup set

Sample Backup Set 01 L
select a destination

AhsayCBS L

select what to delete

Delete all backed up data W

Delete all backed up data

Choose from files as of job

Choose from ALL files

Delete all backed up data, all the data in the selected backup set and destination will be

removed.

(3 AhsayACB
Utilities
Data Integrity Check
Space Freeing Up

Delete Backup Data

Decrypt Backup Data

Delete Backup Data

Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will be
available afterward.

Select a backup set
Sample Backup Set 01 v
Select a destination

AhsayCBS v

Select what to delete
Delete all backed up data u

www.ahsay.com
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Choose from files as of job, all selected files from a backup snapshot will be removed.

@ AhsayACE
Utilities
Data Integrity Check
Space Freeing Up

Delete Backup Da

Decrypt Backup Data

- O *
~
Delete Backup Data
Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will
be available afterward.
Select a backup set
| Sample Backup Set 01 W |
Select a destination
|AhsayCBS L |
Select what to delete
| Choose from files as of job W || 07/24/2019 || Latest w |
Folders Mame | Size ‘ Date modified
Bl @ AhsayCBS 1555388361348
=-Dia A & My Music 05/10/2018 12:08
B0 | Users [#= My Pictures 05/10/2018 12:08
=0 & Administrator ¥ T8 My Videos 05/10/2018 12:08
Documents Office 365
O b Music settings
[ =] Pictures desktop.ini 1KB 07/11/2019 13:47
OB videos
L

Choose from ALL files, all selected files in the backup set will be removed.

@ AhsayAC
Utilities

Data Integrity Check

Space Freeing Up

Decrypt Backup Data

- O x
~
Delete Backup Data
Delete backed up data of a specific backup set from a specific destination. This
action will physically delete the selected data regardless the defined retention
policy. Therefore, make sure you know what you are deleting and NO undo will
be available afterward.
Select a backup set
| Ssample Backup Set 01 W |
Select a destination
|AhsayCBS [¥] |
Select what to delete
|Chuuse from ALL files L
Folders Mame | Size ‘ Date modified
E- @ AhsayCBS 1555388361348
=i G E
=0 Users #h My Music 05/10/2018 12:08
& Administrator 7= My Pictures 05/10/2018 12:08
Documents [ 58 My Videos 05/10/2018 12:08
J’ Music Office 265
[+ [&] Pictures settings
- Videos desktop.ini 1KB 07/11/2019 13:47
L

Close

www.ahsay.com
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3. Click the [Delete] button to perform deletion of files.

@ AhsayACE
Utilities

Data Integrity Check

Select a destination

AhsayCBS

Select what to delete
Choose from ALL files
Folders

=@ AhsayCBS
2D

Space Freeing Up

Decrypt Backup Data

Music
Pictures
- [ videos

< >
Search

| Follow Link

Delete

w

Name
1555388361348

: E_
Delete Backup Data B[] Users o Wy Music
=3 dministrator 7= My Pictures

=| Documents & My Videos

Office 365
| setings
[+ 2] deskrop.ini

Items per page | 50

Size Date modified

05/10/2018 12:08
05/10/2018 12:08
05/10/2018 12:08

1KB 07/11/201913:47

W | Page 1/1 w

@ AhsayAcB

Deleting ... 1563947900355/blocks/2019-07-24-14-35-38/0/000000.bak...

www.ahsay.com
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Follow Link

+ Files deleted successfully

@ AhsayAC - m]
1
Uti | iti eS Select a destination
|AhsayCBS L
. Select what to delete
Data lntegnty ChECk | Choose from ALL files v
Space Freelng Up Folders Mame | Slze‘ Date modified
£l & AhsayCBS Ota ca
w-OiEs €A
Decrypt Backup Data
Search Items per pagel 50 W | Pagel 1/1 w |

<
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Decrypt Backup Data

This feature is used to restore raw data by using the data encryption key that was set for the backup

set.

@ AhsayACB
Utilities
Data Integrity Check

Space Freeing Up
Delete Backup Data

Decrypt Backup Data

Decrypt Backup Data

Please enter the path to the [<backup set ID>/blocks] folder which contains the

backup files that you want to decrypt.

Temporary directory for storing restore files

Ch\Users\Administrator.acb\temp

Decrypt

Browse

To perform decryption of backup data, follow the instructions below:

1. Click the [Browse] button to locate the path of the backup set ID / blocks folder.

2. Click the [Browse] button to re-select the temporary folder for the decrypt process.

3. Click the [Decrypt] button to begin.

www.ahsay.com
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Online Help

This allows the user to view the summary of information and instructions of each available features in
AhsayACB.

@ AhsayACE - u] X

P I’Oﬂ | e Password

Change Password

General

Save password

Contacts
Time Zone

Encryption Recovery

@ AhsayACB - m] x

~
‘You can modify the your login password or by pass the password checking.
Key:
Field Description
Please confirm  The box for your current password entry. You need to type in the correct
current password before you can change a new password
password.
New Password ~ The text box for your new password.
Reenter The text box for you to reenter new password. this is to vernfy the 'New
Password Password' entry. If both 'New Password' and 'Reenter Password' do not
match, you will be promoted to enter the password again.
Save password By pass the password entry when you open the AhsayACB interface
Modify the login password.
To modify the login password settings:
1. Click on the 'Change Password'.
2. Enter your current password, click [Next] to continue.
3. Enter your new password. v
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System Tray

This allows the user to see the AhsayACB icon which has a control menu. It is located at the lower
right corner of the screen.

Right click the AhsayACB icon to view the control menu:

Open

Backup ¥
Backup and Logoff »
Backup and Restart ¥
Backup and Shutdown »
Backup and Standby ¥

Backup and Hibernate

Help
Stop Running Backup

Exit

AhsayACB system tray has ten (10) controls:
e Open
e Backup
e Backup and Logoff
¢ Backup and Restart
e Backup and Shutdown
e Backup and Standby
e Backup and Hibernate
e Help
e Stop Running Backup

e Exit
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Open

This allows the user to launch and open AhsayACB.

Open

Backup ¥
Backup and Logoff *
Backup and Restart -]
Backup and Shutdown »
Backup and Standby ¥
Backup and Hibernate »
Help

Stop Running Backup

To launch and open AhsayACB via the System tray, follow the instructions below:
1. Right click the AhsayACB icon.
2. Click [Open].
3. AhsayACB will appear.

English

@ AhsayACB

Login name

Test_Account

Password

B save password

Show advanced option
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Backup

This allows the user to perform backup without opening AhsayACB.

— I Open

All Backup Sets Backup -]
Sample Backup Set 01 Backup and Logoff >
Sample Backup 02 Backup and Restart ]
Sample Backup Set 03 Backup and Shutdown ¥

¥

Backup and Standby

Backup and Hibernate

Help
Stop Running Backup

Exit

To start the backup via the System tray, follow the instructions below:

1. Right click the AhsayACB icon.

2. Click [Backup].

3. Select a backup set from the available list or select all.
4

A pop-up message will appear stating that the backup is starting to backup.

Q Start Backup Sample Backup Set 01

System Tray

5. After the backup, a pop-up message will appear again stating that the backup is done.

www.ahsay.com

76



Backup and Logoff

This allows the user to log off from Windows once the backup job is done without opening AhsayACB.

Open

Backup >
All Backup Sets Backup and Logoff >
Sample Backup Set 01 P N :
Sample Backup 02 Backup and Shutdown >
Sample Backup Set 03 BSckUR anchSTendby ?

Backup and Hibernate

Help
Stop Running Backup

Exit

To log off from Windows after the backup job via the System tray, follow the instructions below:

1. Right click the AhsayACB icon.
2. Click [Backup and Logoff].
3. Select a backup set from the available list or select all.

4. A pop-up message will appear stating that the backup is starting to backup.

Q Start Backup Sample Backup Set 01

System Tray

5. After the backup, a pop-up message will appear again stating that the backup is done.

6. Once the backup is done, the User will be automatically logged off from Windows.



Backup and Restart

This allows the user to restart the machine once the backup job is done without opening the

AhsayACB.

Open

Backup >

Backup and Logoff >
All Backup Sets Backup and Restart >
Sample Backup Set 01 Backup and Shutdown >
Sample Backup 02 Backup and Standby >
Sample Backup Set 03 Backup and Hibernate

Help
Stop Running Backup

Exit

To restart the machine after the backup job via the System tray, follow the instructions below:

1. Right click the AhsayACB icon.

2. Click [Backup and Restart].

3. Select a backup set from the available list or select all.
4

A pop-up message will appear stating that the backup is starting to backup.

Q Start Backup Sample Backup Set 01

5. After the backup, a pop-up message will appear again stating that the backup is done.

Q Finish Backup Sample Backup Set 01

=LENTT AT Oy

6. Once the backup is done, the machine will restart.



Backup and Shutdown

This allows the user to shut down the machine once the backup job is done without opening

AhsayACB.
Open
Backup >
Backup and Logoff >
Backup and Restart >
All Backup Sets Backup and Shutdown >
Sample Backup Set 01 Backup and Standby >
Sample Backup 02 Backup and Hibernate
Sample Backup Set 03 Help
Stop Running Backup
Exit

To shut down the machine after the backup job via the System tray, follow the instructions below:

1. Right click the AhsayACB icon.

2. Click [Backup and Shutdown].

3. Select a backup set from the available list or select all.
4

A pop-up message will appear stating that the backup is starting to backup.

Q Start Backup Sample Backup Set 01

5. After the backup, a pop-up message will appear again stating that the backup is done.

Q Finish Backup Sample Backup Set 01

=LENTT AT Oy

6. Once the backup is done, the machine will shut down.



Backup and Standby

This allows the user to stand by the machine once the backup job is done without opening AhsayACB.

Open

Backup >

Backup and Logoff >

Backup and Restart >

Backup and Shutdown >
All Backup Sets Backup and Standby >

Sample Backup Set 01 Backup and Hibernate
Sample Backup 02 Help

Sample Backup Set 03

Stop Running Backup

Exit

To stand by the machine after the backup job via the System tray, follow the instructions below:

1. Right click the AhsayACB icon.

2. Click [Backup and Standby].

3. Select a backup set from the available list or select all.
4

A pop-up message will appear stating that the backup is starting to backup.

Q Start Backup Sample Backup Set 01

system Iray

5. After the backup, a pop-up message will appear again stating that the backup is done.

Q Finish Backup Sample Backup Set 01

'SEEM Iray

6. Once the backup is done, the machine will standby.



Backup and Hibernate

This allows the user to hibernate the machine once the backup job is done without opening
AhsayACB. If the hibernate mode is not available on the windows version you are using then this will

be disabled.

Open
Backup ¥
Backup and Logoff -]
Backup and Restart L]
Backup and Shutdown ¥
Backup and Standhby ¥

E" Backup and Hibernate
Help

Ay Stop Running Backup

> Exit




Help

This allows the user to see the list and brief descriptions of the control menu of the System tray.

Open

Backup ¥
Backup and Logoff >
Backup and Restart *
Backup and Shutdown -]
Backup and Standby >

Backup and Hibernate

Help
Stop Running Backup

To see the list and brief descriptions of the control menu of the System tray, follow the instructions

below:

1. Right click the AhsayACB icon.
2. Click [Help].

Help >

& Backup - Backup Mow

) Backup and Logoff - Backup and then Logoff Windows

~—  Backup and Restart - Backup and then Restart Computer
Backup and Shutdown - Backup and then Shutdown
Computer

Backup and Standby - Backup and then Stand By Computer
Backup and Hibernate - Backup and then Hibernate
Computer

3. Click the [OK] button to exit from the window.
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Stop Running Backup

This allows the user to stop the running manual, continuous, or scheduled backup job.

Open

Backup >
Backup and Logoff >
Backup and Restart >
Backup and Shutdown >
Backup and Standby >

Backup and Hibernate

Help
AhsayBackup 1 Stop Running Backup >

Exit

This will be disabled if there’s no backup running.

Open

Backup -]
Backup and Logoff >
Backup and Restart >
Backup and Shutdown >
Backup and Standby -]

Backup and Hibernate

Help
Stop Running Backup

Exit




Exit
This allows the user to close the AhsayACB application including the AhsayACB icon at the taskbar.

Open

Backup >
Backup and Logoff -]
Backup and Restart >
Backup and Shutdown >
Backup and Standby >

Backup and Hibernate

Help
Stop Running Backup




8 Create a Backup Set

1. Click the Backup Sets icon on the AhsayACB main interface.

[

Backup Sets

2. Create a new backup set by clicking the “+” icon next to Add new backup set.

Backup Sets

Add new backup set

3. When the Create Backup Set window appears, name your new backup set and select the
Backup set type. Then, click Next to proceed.

Create Backup Set

MName

| File Backup| |

Backup set type

|m File Backup v

www.ahsay.com
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4. Inthe Backup Source window, select the files and folders for backup. Click | would like to
choose the files to backup to select individual files for backup.

Backup Source

Select the files and folders that you want to backup
Desktop

O m Documents

O n Favorites

. Outlook
O E windows Mail

. windows Live Mail

Filter

Apply filters to the backup source

o .

I would like to choose the files to backup

5. In the Advanced Backup Source window, select folder(s) to back up all files in the folder(s).

www.ahsay.com

Advanced Backup Source

Folders
&0 & Local Disk (C:)
&0 L Perflogs
&[0 | Program Files
-0 L ProgramData
=-0 J Users
1 ahsay
O L acb
-0 L «cbh
O L .obm
O ). AppData
O B Contacts
O B Desktop
(@ L Folder 01
- J Pix01
[J || Reference
70 [ Documents
2 l] Downloads
7- nr Favorites
7-0 [ Links
70 & Music
+
H
2

-

B

0@ - E-E-a- 0

-0 [ Pictures
O W Saved Games
1R Searches

[ show files
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6. Alternatively, if you want to back up only specific files instead of all files in your selected
folder(s), select the Show files checkbox at the bottom of the screen. A list of files will appear
on the right hand side. Select the checkbox(es) next to the file(s) to back up. Then, click OK to
save your selections and close the Advanced Backup Source window.

Advanced Backup Source
Folders Name Size Date modified
E-7% Computer | File l.xt 29KB 12/14/2016 15:44

- & Floppy Disk Drive (&) | File 2.xt 41KB  12/14/2016 15:44
=0 E_’ Local Disk (C:) =| Report 1.rtf 16 KB 12/15/2016 15:28
O L Perflogs % Report 2.rtf 75KB  12/15/2016 15:27
#-[J | Program Files
#-J | ProgramData
=] D . Users
=-0 L ahsay
- om0 L .ach
@0 ) .cbh
O 4 .obm
: -0 . AppData
-0 BB Contacts

[ Ml Desktop
3 |, Folder 01
= W Pix 01
[ .. Reference
&-0 [E| Documents
&0 ] Downloads
&-0) [ Favorites
@0 B Links v
- R Music
<
lv! Show files Iitems per page | 50 V| Page|1/1 W

7. Inthe Backup Source window, click Next to proceed.

8. When the Schedule window appears, you can configure a backup schedule to automatically run
a backup job at your specified time interval. In the Schedule window, the Run scheduled backup
for this backup set is Off by default.

@  You can leave it as is if you want to add a schedule later.

Schedule

Run scheduled backup for this backup set

off [ |

@  If you want to add a schedule now, switch On Run scheduled backup for this

backup set. Then, click i next to Add new schedule.

Schedule

Run scheduled backup for this backup set
on |

Existing schedules

L Add new schedule




When the New Backup Schedule window appears, specify your backup schedule.
Then, click OK to save your changes and close the New Backup Schedule
window.

New Backup Schedule

Name
Lunchtime

Type

‘;Daily v ‘\

Start backup at

fﬂa v ‘f:?uo u

Stop

[ until full backup completed w |

|| Run Retention Policy after backup

Note: For details about the options from the dropdown menus, please refer to
chapter 8 Configure Backup Schedule for Automated Backup.

9. In case you have added a schedule, it will be shown in the Schedule window. Click Next to
proceed when you are done setting.

Schedule

Run scheduled backup for this backup set
o l

Existing schedules

Lunchtime
Daily (Everyday at 13:00)

10. The Destination window will appear.

Destination

Backup mode

-:Sequential W

Existing storage destinations

+ Add new storage destination / destination pool

A W
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Select the appropriate option from the Backup mode dropdown menu.

@  Sequential (default value) — run backup jobs to each backup destination one by
one

@  Concurrent — run backup jobs to all backup destinations at the same time

To select a backup destination for the backup data storage, click + next to Add new storage
destination / destination pool.

11. In the New Storage Destination / Destination Pool window, select the destination type and
destination storage. Then, click OK to confirm your selection.

New Storage Destination / Destination Pool

MName

Type
®) Single storage destination
Destination pool

Destination storage

@ cBs v

12. In the Destination window, your selected storage destination will be shown. Click Next to
proceed.

Destination

Backup mode

Seguential u

Existing storage destinations

CBS
Host: 10.3.1.8:80

Add

13. If you wish to enable the OpenDirect Restore feature, make sure you turn on the OpenDirect
restore switch in this menu. Click Next to proceed.



OpenDirect

OpenDirect

on . ]

Suppert of opening backup data directly without restaration.

When OpenDirect is enabled. to optimize restore performance both compression and encryption will
be disabled for this backup set.

Onge OpenDirect is enabled and the setting is saved. it cannot be disabled without re-creating the
backup set,

1. Once the OpenDirect Restore feature is enabled and the backup set is saved, itis NOT
possible to disable it afterwards, and vice versa. A new backup set will have to be
created again if you wish to do so.

2. OpenDirect restore requires an additional OpenDirect restore module license to work.
Contact your backup service provider for further details.

Note

14. IMPORTANT: If you have enabled the OpenDirect Restore, backup data will not be compressed
and encrypted to optimize restore performance, therefore you can skip to step 17.

In the Encryption window, the default Encrypt Backup Data option is enabled with an
encryption key preset by the system which provides the most secure protection.

Oon

Encrypt Backup Data

Encryption Type

Encryption

1

Default L%

User password

Custom

You can choose from one of the following three Encryption Type options:

>

www.ahsay.com

Default — an encryption key with 44 alpha numeric characters will be randomly
generated by the system

User password — the encryption key will be the same as the login password of your
AhsayACB at the time when this backup set is created. Please be reminded that if you



Note: For best practice on managing your encryption key, refer to the following KB article.
https://forum.ahsay.com/viewtopic.php?f=169&t=14090

change the AhsayACB login password later, the encryption keys of the backup sets

previously created with this encryption type will remain unchanged.

Custom — you can customize your encryption key, where you can set your own
algorithm, encryption key, method and key length

Encrypt Backup Data

on T |

Encryption Type

Custom u

Algorithm

AES v .

Encryption key

*EEEEL

Re-enter encryption key

FEhEEEE

Method

_JECB (@) CBC

Key length

) 128-bit (@) 256-bit

Encryption

Click Next when you are done setting.

15. If you have enabled the Encryption Key feature in the previous step, the following pop-up
window shows, no matter which encryption type you have selected.
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You are advised to write this encryption key down on paper and keep it in
a safe place. You will need it when you need to restore your files later.
Please confirm that you have done so.

Copy to clipboard m

Unmask encryption key
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https://forum.ahsay.com/viewtopic.php?f=169&t=14090

The pop-up window has the following three options to choose from:

» Unmask encryption key — The encryption key is masked by default. Click this option to
show the encryption key.

You are advised to write this encryption key down on paper and keep it in
a safe . You will need it when you need to restore your files later.
Pl firm that you have done so.

rcX1MBE4brnZ086eK0Op6FeabuuRRI3gDXGIg5UBXFOs=

Mask encryption key

Copy to clipboard

» Copy to clipboard — Click to copy the encryption key, then you can paste it in another
location of your choice.

» Confirm — Click to exit this pop-up window and proceed to the next step.

16. The following screen prompts you to enter the Windows login credentials for user authentication,
if you have enabled the Schedule Backup feature in step 8.

Windows User Authentication

Domain Name (e.g Ahsay.com) / Host Name

domain name

User name

user name

Password

Note

If you have selected to back up individual folder(s) / file(s) on your local computer’s drive in step 5, the
Windows User Authentication request will be bypassed and therefore the screen shown above will not
display even though the Schedule Backup feature has been turned on.
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17. Upon successful creation of the backup set, the following screen will appear. You can click

Backup now to back up your data or click Close to exit.

Congratulations!

"File Backup" is successfully created.
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9 Overview on Backup Process

The following steps are performed during a backup job:

Establishing Uploadl.ng Runnlnfg Running pre-
connection encryption Progressive backup
key DIC command

Connection fromthe
backup clientto the

>

Encryption key is
uploaded tothe

>

Progressive DICis run

>

Pre-backup command

L5)

backup serveris backup server [if (if enabled). is run [if configured).
established. enabled).
Generating o Comparing e Dovmloading o Compiling file
delta files files files list
Local and remotefile
Delta files are lists are compared to Remote file listand Local file list is
generated for identify newr, checksumfiles are compiled according to
modified files [if updated, or deleted dovmloaded fromthe thebackup source
required). mail items sincethe backup destination. setting.
last backup job.
A Running Running post-
Uplfn-:ilad ing 1 retention Saving files backup >
res policy job command
Dataare compressed, Latestindex files on
encrypted, divided client computerare
intoindividual data Retention policy iob is saved tothebackup Post-backup
block of size 16 MB, E> run (if Eﬂah[;:;] |:> destination(s)and E:> command is run if
and then uploaded to . client log files are configured].

the backup
destination(s).

saved tothebackup
Seryer.
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10 Run Backup Jobs

Login to AhsayACB

Login to the AhsayACB application according to the instructions in section 5.1 Login to AhsayACB.

Start a Manual Backup

1. Click the Backup icon on the main interface of AhsayACB.

0

L

Backup

2. Select the backup set which you would like to start a backup for. In case you want to modify the
In-File Delta type, Destinations and Retention Policy settings, click Show advanced option.
Q AhsayACB =lolx|
Please Select The Backup Set To Backup
File Baclfup
D Loav:;ra.c:t\:lm Thursday, December 15, 2016 13:00
Daily Baf:kup
D Loav::;;c\;(v:::: Thursday, December 15, 2016 11:55
www.ahsay.com
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3. When advanced options are shown, it is recommended that you tick the checkbox next to Run
Retention Policy after backup in the Retention Policy section at the bottom. This will help you
save hard disk quota in the long run. In the In-File Delta type section, the following three
options are available:

E File Backup

Backup set type
File

In-File Delta type

e Full
Differential
Incremental

Destinations
(3 CBS (Host: 10.3.1.8:80)

Retention Policy
v Run Retention Policy after backup

Hide advanced option

@  Full — A full backup captures all the data that you want to protect. When you run a
backup job for the first time, AhsayACB will run a full backup regardless of the in-file
delta setting.

@ Differential — A differential backup captures only the changes made as compared with
the last uploaded full file only (i.e. changes since the last full backup, not since the last
differential backup).

@ Incremental — An incremental backup captures only the changes made as compared
with the last uploaded full or delta file (i.e. changes since the last incremental backup).

4. Click Backup to start the backup job. The status will be shown.

CBS (Host: 10.3.1.8:80) X
e e ]
G [New File] C:\Users\ahsay\Desktop\cbh-win.exe (40%)
Estimated time left 11 sec (47.12M)
Backed up 47.42M (19 files, 0 directory, 0 link)

Elapsed time 14 sec
Transfer rate 34.08Mbit/s

5.  When the backup is completed, the progress bar will be green in color and the message
“Backup Completed Successfully” will appear.

CBS (Host: 10.3.1.8:80) &

E— T ———
G + Backup Completed Successfully

Estimated time left 0 sec

Backed up 95.32M (20 files, 0 directory, 0 link)

Elapsed time 34 sec
Transfer rate 24.27Mbit/s




6.

You can click the

show the log. Click Close to exit the pop-up window.

View icon on the right hand side to check the log. A window will pop up to

| Log Time

Start [ Windows Vista (wvi), AhsayACB v7.9.0.0 ] 11/28/2016 18:26:21
Saving encrypted backup set encryption keys to server... 11/28/2016 18:26:21
Start Backup ... [In-File Delta: Full] 11/28/2016 18:26:21
Using Temporary Directory C:\Users\ahsay\temp\1480323656299\0BS5@1480326889446 11/28/2016 18:26:21
Downloading server file list... 11/28/2016 18:26:21
Downloading server file list... Completed 11/28/2016 18:26:22
Start creating Shadow Copy Set... 11/28/2016 18:26:22
Shadow Copy Set successfully created 11/28/2016 18:26:25
Reading backup source from hard disk... 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path="C:

11/28/2016 18:26:25

Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path:
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path:

11/28/2016 18:26:25

Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path

Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path=" 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path="C: 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path=" 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path 11/28/2016 18:26:25
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path 11/28/2016 18:26:26
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path: 11/28/2016 18:26:26
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path="

11/28/2016 18:26:26

Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path
Incomplete backup file deleted because the file was not updated within the last 48 hours.. Deleting backup file - Path

L mmmm b e bt s il AL b s s m b Bl trsm s A il im b N e AQ b D) m i bl s Rl Dol N L A

11/28/2016 18:26:26 V¥

44470004 E 400606

DOQOQQOOOOOQOQOQOQOQQOOQ%

Logs per page

Configure Backup Schedule for Automated Backup
1. Click the Backup Sets icon on the AhsayACB main interface.

Backup Sets

2. All backup sets will be listed. Select the backup set that you would like to create a backup
schedule for. A screen will pop up, showing the General tab.

3. Gotothe Backup Schedule tab. In case Run scheduled backup for this backup set is off,
switch it On. Existing schedules will be listed at the bottom if there is any.

E File Backup
Run scheduled backup for this backup set

General on |

Schedule

Source Existing schedules
E Lunchtime
Backup Schedule Daily (Everyday at 13:00)
Destination
Reminder
Others
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4. Click Add to add a backup schedule. The New Backup Schedule window will appear.

New Backup Schedule

Name
| Daily-1

Type
Daily W
| S

Start backup at

e vz o]

Stop

| until full backup completed w

D Run Retention Policy after backup

5. Inthe New Backup Schedule window, you can configure your backup schedule settings. To
save hard disk quota in the long run, it is recommended that you tick the checkbox next to Run
Retention Policy after backup at the bottom. The rest of the setting options will vary by which
option you choose from the Type dropdown menu:

www.ahsay.com

@  Daily —what time to start the backup job

New Backup Schedule

Name

’ Dayend |
Type

Start backup at

: 00 w

Stop

’untilfull backup completed w |

Run Retention Policy after backup

Weekly — which day of the week and what

New Backup Schedule

Name

| Weekend

Type

I Weekly w I

Backup on these days of the week
[Tsun [Imon [Tue [Iwed [ |Thu []Fri [v]sat

Start backup at

o vio v

stop

| until full backup completed w

[+] Run Retention Policy after backup

time that day to start the backup job
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@  Monthly —which day of the month and what time that day to start the backup job

New Backup Schedule

Name

Monthly Closing
Type
Monthly w

Backup on the following day every month

®) Day Last w
First Sunday

Start backup at

23 W 1|59 W™ | on the selected days

Stop

until full backup completed w

+| Run Retention Policy after backup

@  Custom — which date to start a one-off backup job

New Backup Schedule

Name

Mew Year Eve
Type
Custom  w

Backup on the following day once

2016 || December w | 31 w

Start backup at
23 W 159 w

Stop

until full backup completed w

+| Run Retention Policy after backup

The Stop dropdown menu offers two options:

@ until full backup completed — in case you prefer a complete backup

Stop

until full backup completed w

until full backup completed
up

after




@ after [how many] hr —in case you prefer the backup job to stop after a certain
number of hours regardless of whether the backup job is completed

Stop

+| Run Retention Policy after backup

As an example, the four types of backup schedules may look like the following.

Schedule

Run scheduled backup for this backup set
on 1

Existing schedules

@ Lunchtime
Daily (Everyday at 13:00)

@ Dayend
Daily (Everyday at 18:00)

@ Weekend
Weekly - Saturday (Every week at 23:00)

New Year Eve
Custom (2016-12-31 at 23:59)

" Add

6. Click Save to confirm your settings. Then, click Close to exit Backup Sets.

\
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11 Restore Data

Restore Method

There are two restore methods available, the traditional restore and OpenDirect restore. OpenDirect
restore applies only to File backup sets with OpenDirect feature enabled.

For more details on the differences of the two restore methods, refer to Benefits of using OpenDirect
Restore.

Traditional Restore

1. Log into the AhsayACB application according to the instructions in section Login to AhsayACB.

2. Click the Restore icon on the AhsayACB main interface.

(2,

Restore

3. All the available backup sets for restore will be listed. Select the backup set that you would like

to restore data from.
Q AhsayACB i S [ 1|

Please Select The Backup Set To Restore

File Backup
Owner: wvi
Last Backup: Thursday, December 15, 2016 13:00

File

Daily Backup
Owner: wvi
Last Backup: Thursday, December 15, 2016 11:55

File

-
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4. Select where you would like to restore your data from.

Select The Destination From Which To Restor...

m File Backup

CBS
Host: 10.3.1.8:80

5. Select Normal restore.

Please Choose A Restore Mode

Restore mode
®) Normal restore
Open backup data directly without restoration (OpenDirect)

6. Select to restore files from a specific backup job, or from all files available. Then, select the files
or folders that you would like to restore.

There are two options from the Select what to restore dropdown menu:

@  Choose from files as of job — This option allows you to select a backup version
from a specific date and time to restore.

select what to restore

Choose from files as of job we || 11/25/2016 w# || Latest w#

Choose from files as of job

Choose from ALL files

Name

Select what to restore

Choose from files as of job W || 11/25/2016 W || Latest w

Show filter 11/25/2016

Select what to restore

Choose from files as of job W || 11/25/2016 w || Latest w
Show filter Latest
13:41
Folders Ma
B-@ CBS [ | File 1.xt 13:23
=208k ca O | File 1_2016-11-25-12-59-5050

@  Choose from ALL files — This option allows you to restore all the available
backup versions for this backup set. Among all the available backup versions,
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you can even select only some of the backup versions of a file to restore.

Select Your Files To Be Restored
Select what to restore
Choose from ALL files v
Show filter
Folders Name Size Date modified
B-® CBS || File 1.0 26 KB 11/25/2016 13:18
=2-0& B File 1.0 26 KB 11/25/2016 13:04
20 ) Users E File 1.oxt 26 KB 11/25/2016 12:47
[ 1. Public || File 2.0 29KB 11/25/2016 13:19
& @ [B¥ ahsay @ B File 2.0 28KB 11/25/2016 13:05
=0 Bl Desktop 28 KB 11/25/2016 12:47
-4 || Folder 0 16 KB 11/25/2016 13:18
&0 ) Pix01 16 KB 11/25/2016 13:05
70KB 11/25/2016 13:19
B Report 2.rtf 69 KB 11/25/2016 13:06

The following is an example showing all the available backup versions of the file
File 1.txt. The latest version is shown in solid black color and all the previous
versions are shown in grey color. You can identify the file version from the Date
modified column.

Name Size Date modified
.| File 1.oxt 26 KB 11/25/2016 13:18
B File 1.0a 26 KB 11/25/2016 13:04
B File 1.0 26 KB 11/25/2016 12:47
.| File 2.oxe 29 KB 11/25/2016 13:19
B File 2.0 28 KB 11/25/2016 13:05
B File 2.0 28 KB 11/25/2016 12:47
‘) =] Report 1.rtf 16 KB 11/25/2016 13:18
B Report 1.rtf 16 KB 11/25/2016 13:05
%] Report 2.rtf 70KB 11/25/2016 13:19
B Report 2.rtf 69 KB 11/25/2016 13:06

When the restore is done, you will see all the selected backup versions in the
restore destination. The latest backup version has the file name as the original
file, while the previous versions have the time stamps added to their file names
for easy identification.

Name ~ | +| Date modified | ~| Type |+l size  |+]
| |File 1.txt 11/25/2016 1:18... Text Document 26 KB
|_|File 1_2016-11-25-12-59-54, txt 11/25/2016 12:4... Text Document 26 KB
|__|File 1_2016-11-25-13-07-14.txt 11/25/2016 1:04... TextDocument 26 KB
|__|File 2.txt 11/25/2016 1:18... TextDocument 29KB
| File 2_2016-11-25-12-59-54. txt 11/25/2016 12:4... Text Document 28 KB
|__|File 2_2016-11-25-13-07-14.txt 11/25/2016 1:05... TextDocument 28 KB
5| Report L.rtf 11/25/2016 1:18... Rich Text Docum... 16 KB
{2 Report 1_2016-11-25-13-07-14.rtf 11/25/2016 1:06... Rich Text Docum... 16 KB
= Report 2.rtf 11/25/2016 1:19... Rich Text Docum... 70KB
% Report 2_2016-11-25-13-07-14.rtf 11/25/2016 1:06... Rich Text Docum... 69 KB

7. Click the Show files checkbox to select individual files for restoration. Click Next to proceed
when you are done with the selections.
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8. Select to restore the files to their Original location, or to an Alternate location. Then, click
Next to proceed.

Original location — The backed up data will be restored to the computer running
the AhsayACB under the same directory path as on the machine storing the
backup source. For example, if the backup source files are stored under
Users/[User’s Name]/Downloads folder, the data will be restored to
Users/[User’s Name]/Downloads as well on the computer running the
AhsayACB.

Choose Where The Files To Be Restored

Restore files to
(®) Original location

Alternate location

Show advanced option

Alternate location — You can choose to restore the data to a location of your
choice on the computer where AhsayACB is running.

© Change Path x|
Lookin: IE Documents ﬂ =k B
Choose V nd
|| Alternate Restore Location: [—
Recent Ttems
Restore files to
) Original locati Deskiop
@) Alternate loca
Show advanced o
A
Computer
1 $ Folder npame : IC:Wsers\ahsay\DommemsWtemate Restore Location
LTS Files of rype : IA\I Fles - Cancel |

9. Click Show advanced option to configure other restore settings:

Restore files to
(_) Original location

(®) Alternate location

Ehow advanced optiorﬂ

|| Restore file permissions
|| Delete extra files

V| Follow Link

|| Resolve Link

Hide advanced option
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@ Restore file permissions
Restore file permissions are disabled by default. When you perform a file restore
on shared files or folders using a shared computer, it is recommended that you
enable Restore file permissions by ticking the checkbox so that the files restored
will not be fully accessible to everyone using the shared computer.

@ Delete extrafiles

By enabling this option, the restore process will attempt to synchronize the
selected restore source with the restore destination, making sure the data in the
restore destination is exactly the same as the restore source. Any data created
after backup will be treated as “extra files” and will be deleted from the restore
source if this feature is enabled.

Example:

i) Two files are created under the Document folder 01, namely doc 1 & doc 2.

Document folder 01

Mame -~

doc 1.docx
doc 2.docx

]— Files createdinitially

i) A backup is performed for folder Document folder O1.

iii) Two new files are created, namely doc 3 & doc 4.

Document folder 01

Mame »~

= doc 1.docx
doc 2.docx iles created BEFORE backup

doc 3.docx
doc a.docx [~ Files created AFTER backup

iv) A restore is performed for the Document folder 01, with Delete extra files
option enabled.

v) Since doc 3 & doc 4 have never been backed up, therefore they will be
deleted from Document folder 01, leaving only the two files that have been
backed up.

Document folder 01

MNarme ~

doc 1.docx
doc 2.docx

]~ Files remain after restore

WARNING

Please exercise extra caution when enabling this feature. Consider what data in
the restore destination has not been backed up and what impact it would cause if
those data is deleted.

Prior to the data restore and synchronization, a warning message shows as the
one shown below. Only clicking Yes will the “extra file” be deleted. You can click




Apply to all to confirm deleting all the “extra files” at a time.

@  Follow Link (Enabled by default)
When this option is enabled, not only the symbolic link or junction point will be
restored, the directories and files that the symbolic link or junction point links to
will also be restored.

The table below summarizes the behaviors when a restore is performed with
different settings.

Follow Link Restore to Behavior

Symbolic link or junction point is restored to the
Original original backup location.

location Target directories or files are also restored to
the original backup location.

Enabled
Symbolic link or junction point is restored to the
Alternate | location specified.
location Target directories or files are also restored to
the alternate location specified.
Symbolic link or junction point is restored to the
Original original backup location.
location Target directories or files are NOT restored to
the original backup location.
Disabled

Symbolic link or junction point is restored to the
Alternate | location specified.

location Target directories or files are NOT restored to
the alternate location specified.

@ Resolve Link (Only for restoring to Alternate Location)
This option must be used in conjunction with the Follow Link option. When this
option is enabled, the symbolic link or junction point, as well as the directories
and files that the symbolic link or junction point links to will also be restored in the
alternate location you have chosen. That means the link or junction will point to
the alternate location instead of the original location.

The table below summarizes the behaviors when a restore is performed with this
option turned on and off.

Resolve Link Behavior

Symbolic link or junction point is restored to the alternate
location specified, with its target directories and files also
Enabled restored to the same location in their relative path.

Target of the link or junction is updated to the new relative
path. In other word, the link or junction now points to the
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new alternate location.

Symbolic link or junction point is restored to the alternate
location specified, with its target directories and files also

_ restored to the same location in their relative path.
Disabled

However, target of the link or junction is NOT updated to the
new relative path. In other word, the link or junction still
points to the original location.

Click Next to proceed.

10. Select the temporary directory for storing temporary files, such as delta files, when they are
being merged.

By default, the temporary files are stored under the temp directory of the user profile directory.
In case the same directory path does not exist in the computer you are running AhsayACB, you
have to click Browse to define a new location for storing the temporary files. Otherwise, you will
not be able to perform a restore.

Temporary Directory

Temporary directory for storing restore files

C\Users\ahsay\temp Browse

11. Click Restore to start the restore. The status will be shown.

12. When the restore is completed, the message “Restore Completed Successfully” will appear.

CBS (Host: 10.3.1.8:80)
@ + Restore Completed Successfully &
Estimated time left 0 sec
Restored 540 (2 files)
Elapsed time 33 sec
Transfer rate 128bit/s

You can click the I& View icon on the right hand side to check the log. A window will pop up to
show the log. Click Close to exit the pop-up window.

Show | All v

Type Log Time

o Start [ Windows Vista (wvi), AhsayOBM v7.8.0.0 ] 11/25/2016 14:27:41
0 Initializing decrypt action... 11/25/2016 14:27:41
0 Initializing decrypt action... Completed 11/25/2016 14:27:41
0 Downloading... "C\Users\ahsay\Desktop\Folder 01\File 1.0t” (Total 25k bytes) 11/25/2016 14:28:11
0 Downloading... "C\Users\ahsay\Desktop\Folder 01\Report 1.1t (Total 15k bytes) 11/25/2016 14:28:13
0 Restore Completed Successfully 11/25/2016 14:28:14

13. In the Restore window, click Cancel to close the Restore window.
14. To exit AhsayACB, click the “x” on the top right corner. A message will appear to ask for your

confirmation. Click Yes to close the application. If you wish to use the AhsayACB again, you will
then have to launch it again.



OpenDirect Restore

This restore method applies to backup sets created with OpenDirect restore enabled only.

IMPORTANT

Before you proceed with the OpenDirect Restore, make sure the following dependencies are
fulfilled. Failure to do so may cause the restore to fail.

© Microsoft Visual C++ 2015 Redistributable (x86) / (x64)
https://www.microsoft.com/en-us/download/details.aspx?id=48145

© Update for Universal C Runtime in Windows
https://support.microsoft.com/en-us/help/2999226/update-for-universal-c-runtime-in-
windows

© Microsoft Security Advisory 3033929 (for Windows 7)
https://technet.microsoft.com/en-us/library/security/3033929.aspx

1. Log in to the AhsayACB application according to the instructions in section Login to AhsayACB.

2. Click the Restore icon on the AhsayACB main interface.

(2,

Restore

3. Allthe available backup sets for restore will be listed. Select the backup set that you would like
to restore data from.

Please Select The Backup Set To Restore

OpenDirect Restore
Cwwner: steven-ise
Last Backup: Tuesday, 16 May 2017 17:44

OpenDirect Restore 03
Owner: steven-tse
Last Backup: Tuesday, 16 May 2017 17:44



https://www.microsoft.com/en-us/download/details.aspx?id=48145
https://support.microsoft.com/en-us/help/2999226/update-for-universal-c-runtime-in-windows
https://support.microsoft.com/en-us/help/2999226/update-for-universal-c-runtime-in-windows
https://technet.microsoft.com/en-us/library/security/3033929.aspx

4. Select where you would like to restore your data from.

Select The Destination From Which To Restor...

E OpenDirect Restore 03

G AhsayCBS
Host: 10.120.0.12:80

5. Select Open backup data directly without restoration (OpenDirect).

Please Choose A Restore Mode

Restore mode
Normal restore
® Open backup data directhy without restoration (OpenDirect)

Show adhvanced option

You may select the Read timeout limit by clicking Show advanced option.

Read timeout limit

Default V]

Default ption

Unlimited

This selection defines the duration when the OpenDirect restore session will be disconnected if
there is no response from the mounted compressed file or image.

» Default — This setting should be suitable for compressed file or image located on a
local, removable, or network drive. The time out value is15 seconds.

» Unlimited — the connection will not be time out when this is selected. This selection is
recommended under the following usage:

= Backup destination is a cloud stroage.
= AhsayCBS over the Internet.

= Alarge compressed file or image with large incremental delta chain.

Note

If in doubt or unsure about the compressed file or image size or network stability, it is
recommended to use Unlimited.

Click Next to proceed when you are done with the selection.



6. Select to restore files from a specific backup job, or from all files available, then select the files
or folders that you would like to restore.

Select Your Files To Be Restored

Select what to restore

Choose from files as of job W || 18/05/2017 w# || Latest w

Folders MName Size Date modified
£ @ Ahsay(BS | 1, OpenDirect Restore 01.zip 60 KB 18/05/2017 11:16
E\‘D ‘E_’ C | 1) OpenDirect Restore 02.zip 54 KB 18/05/2017 11:22
E||:| . Users [+l | 1, OpenDirect Restore 03.zip 106 KB 18/05/2017 11:22

EH:| A steven.tse
&[] Ml Desktop

7. Select a temporary directory for storing restore files, then click Restore to start the OpenDirect
restore.

Temporary Directory

Ternparary directory for staring restare Tiles

DTarmp Browse

8. Click Restore to start the restore. The status will be shown.

9. You will be prompted to select drive letter where you wish the mounted files to be mapped on
your machine, click OK when you have finished selection.

Please choose a drive letter




10. The following screen shows when you perform OpenDirect restore for this backup set on this
machine for the first time only. Make sure you click Yes to confirm mounting the file(s) on this
machine. Clicking No will exit the restore process.

2 Virtual File System Driver - Driver is not installed, Install?

W Apply to all

11. The selected drive letter will be mapped and prompted in the Windows Files Explorer with the
files you wish to restore shown.

@I\,_J'I"- » Computer » OpenDirect (F) »

Organize = = Open Share with = Burn Mew folder
4.7 Favorites F i C
Bl Desktop Fll_ File folder

4 Downloads
£ Google Drive
;l_h_"- Recent Places
(57 OneDrive

12. You can now click on the files to view them directly from here, which will be in read-only mode.

nDirect (F:) » C_ » Users » steventse » Desktop » - |¢f || Search Desktop
Burn Mew folder
Marme Date modified Type Size
1, OpenDirect Restore 01 5/18/201711:16 AM Compressed (zipp... 60 KB
1) OpenDirect Restore 012 5/18/201711:22 AM  Compressed (zipp... 54 KB
1) OpenDirect Restore 03 5/18/201711:22 AM  Compressed (zipp... 106 KB

If it is a zipped file, you can directly click on it to see all the individual files inside.

C_ ¥ Users » steventse » Desktop » OpenDirect Restore 01 - | 4 | | Search OpenDirect
43
Marne Type Compressed size Password ...
|®| ACB icon PNG image 3KBE Mo
¥ AhsayCBS icon PNG image 4KB Mo
B mounting in progress PMNG image 15KB Mo
B mounting in progress 2 PMNG image 15KB Mo
B rounting in progress 3 PMG image 14KB Mo
B mounting in progress 4 PMG image 11KB Mo




You may also copy individual file(s) you wish to restore toyour local machine.

C_ » Users » steventse » Desktop » OpenDirect Restore 01 - | 3 | | Search OpenDirect f
EEE
~
MName Type Compressed size Passwerd ...
|| ACB icon PMG image 3KBE Neo
|B&| AhsayCB5 icon PNG image 4KBE MNe
|[Ba| meounting in progress PNG image 15KE MNe
||§| mounting in progress 2 PNG image = 15KE MNe
n
||§| mounting in progress 3 PMNG image = 14 KB Me
||§| mounting in progress 4 PMNG image Copy 11 KB Me
Properties

13. The mounted drive letter cannot be ejected from the Windows File Explorer, it will only be closed
when you exit AhsayACB.

4 M Computer
> & 05 (C)
I = Data (D)
4 . OpenDirect (F:)
40 C

[ |4 Users

14. When you have finished restoring the necessary files, you can go back to AhsayACB and click
Cancel to exit the OpenDirect Restore.

OpenDirect

E OpenDirect Restore 03

AhsayCBS (Host: 10.120.10.12:443)
@ Mounting virtual file system...Cormpleted

Elapsed time 7 sec

Transfer rate  Obités

ca OpenDirect
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o Areyou sure to stop the OpenDirect?

Stop the OpenDirect

IMPORTANT

1. As aresult of the limitation of the virtual file system library, the mapped drive will only be unmounted from
your machine when you exit AhsayACB. In other words, each OpenDirect restore session on AhsayACB
can only mount and unmount once.

2. OpenDirect restore of file backup sets:

»  Will not show up on the Restore Status tab in Live Activities of the backup service provider
AhsayCBS. Restore Status tab in Live Activities only applies to the restore performed directly
through AhsayOBM.

» Wil not generate restore reports or report email on backup service provider AhsayCBS.

> Will not generate restore log on AhsayACB.




12 Contact Ahsay

Technical Assistance

To contact Ahsay support representatives for technical assistance, visit the following website:
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

Also use the Ahsay Knowledge Base for resource such as Hardware Compatibility List, Software
Compatibility List, and other product information:
https://forum.ahsay.com

Documentation

Documentations for all Ahsay products are available at:
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay downloads documentation

quides

You can send us suggestions for improvements or report on issues in the documentation, by
contacting us at:
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

The specific document title as well as the change required/suggestion when contacting us.


https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp
https://forum.ahsay.com/
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay_downloads_documentation_guides
https://www.ahsay.com/jsp/en/home/index.jsp?pageContentKey=ahsay_downloads_documentation_guides
https://www.ahsay.com/jsp/en/contact/kbQuestion.jsp

Appendix

Uninstall AhsayACB
Follow the steps below to uninstall AhsayACB from your Windows.

7. Go to Control Panel > Programs and Features > Uninstall a program, then look for
AhsayACB and double click on it.

Adjust your computer’s settings View by: Category ~

[P] System and Security
{*3 Review your computer's status
4 Back up your computer

Find and fix preblems

Network and Internet
@h View network status and tasks
-

Choose homegroup and sharing options

User Accounts
’@' Change account type

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resclution

. 7 Hardware and Sound Clock, Language, and Region
View devices and printers

Add a device

% Programs
h 1 Uninstall a program
- et programs

Change keyboards or other input methods

XA

Ease of Access
Let Windows suggest settings

-
-3

€

Optimize visual display

Uninstall or change a program

To uninstall a pregram, select it frem the list and then click Uninstall, Change, or Repair.

Organize =  Uninstall

o

MName Publisher Installed On  Size Version
[E2] 7-Zip 15.14 (:64) Igor Pavlov 3/18/2016 472MB 1514
B ~dobe Flash Player 16 ActiveX Adobe Systems Incorporated 5/28/2015 6.00 MB  16.0.0.257
ﬂndobe Reader XI (11.0.16) MUI Adobe Systems Incorporated 5/31/2016 643 ME 11016
|@AhsayACE Ahsay Systems Corporation 2/3/2017 48MB 789.20

8. The following dialog box will appear only if User Account Control is enabled. Click Continue

when you see the following message.

@ Windows needs your permission to continue

If you started this action, continue.

=2 Uninstall or change an application
k Microsoft Windows

_vJ Details Continue I Cancel

User Account Control helps stop unauthorized changes to your computer.
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9. Click Yes to confirm and proceed with the uninstallation.

AnsayACB Uninstall 0 |

@™ Are you sure that you want to completely remove AhsayACE and all of
¥ its components?

10.  When you see the following screen:

Uninstall Status
Pleaze wait while AhzayACBE iz removed from your computer.

Uninzstalling Ahzay&CH. ..

.
Uninstall

@=% Doyouwant to keep all user settings and encryption keys for this
y' application ?

@ Choose Yes to keep all user settings and the encryption keys associated with the users.
If you are likely to install AhsayACB on the same machine in the future again, the user
settings, e.g. login details, backup sets and so forth will remain in
C:\Users\[username]\.acb by default. The screen capture below shows the folders
remain in the machine after uninstallation.

GOV I . C:\Users\ahsay\.ach ZI @ ISear'x:h @J
File Edit View Tools Help
Organize v 1= Views v @
Favorite Links lame | +| Date modified | ~| Type | +| size |-
|, cache 11/25/2016 12:5... File Folder
IE| pocuments | config 11/28/2016 6:03... File Folder
[E pictures lipc 11/25/2016 12:5... File Folder
B music 1. log 12/15/2016 11:5... File Folder
Mas 5 | statistics 11/25/2016 1:03... File Folder
.. system 11/25/2016 1:03... File Folder
Folders A

@ Choose No to delete all user settings and encryption keys with this uninstallation.
Please be reminded that the encryption keys are not retrievable once they have been
deleted unless the encryption keys have been uploaded to AhsayCBS server, and
therefore it will no longer be possible for backup user to recover their encryption key in
case do not have a separate written record.
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11.  The following screen prompts when the uninstallation is completed.

@ AhsayACE was successfully removed from your computer,

12.  (Optional) For a complete removal of all AhsayACB-related files in your machine, please go
to C:\Program Files and manually remove the AhsayACB folder.

6@9 [ 1. C:\Program Files :‘ lSearch g
File Edit View Tools Help
Organize v {35 Views v [n7]Open 23 Share @
Favorite Links Name = | +| Date modified [~| Type [~ Size [+«
AhsayACB 11/28/2016 3:52PM File Folder
I| Documents |, AhsayOBM 12/15/2016 7:27PM  File Folder
gj Pictures . AhsayOBM NFS 12/15/2016 7:27 PM File Folder
n’n Music | CloudBacko Home 10/26/2015 10:08 AM  File Folder
More » 1. Common Files 2/18/2013 9:51 AM File Folder
.. Internet Explorer 2/14/2013 5:29 PM File Folder
Folders A0 Mava 2/18/20139:50 AM  File Folder —'J
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